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¢ System Administration: This domain is for Jira Cloud Administrators and focuses on managing overall

system settings. It includes changing the look and feel of Jira, setting up default dashboards, enabling time
bEY 71 tracking, linking apps, configuring statuses and priorities, and handling system backups and data imports.
Admins must also understand how these settings affect the entire instance

o Access, Permissions, Security: This section of the exam measures the skills of Jira Cloud Administrators

and covers how to manage user access at different levels like organization, projects, and issues. It includes
FEy 22 understanding admin roles, assigning permissions, managing global and project permissions, and setting
issue-level security. Admins need to know how these permissions connect across Jira's structure and how
to handle both teamrmanaged and company-managed project setups.

¢ Notifications: This part evaluates the skills of Project Admins in managing notifications in Jira. It covers

how to set up notification schemes, customize events in workflows, and configure notifications in both
hEY 73 project types. Understanding how user settings impact notifications and how to troubleshoot email handlers
is also essential

e Advanced User Features: This section measures the expertise of Jira Cloud Administrators in using

advanced Jira features like JQL (Jira Query Language) to create complex filters, dashboards, and
ey 74 subscriptions. It also includes performing bulk operations and understanding the implications of editing
multiple issues at once, such as sending notifications or changing workflow statuses.
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¢ General Project Configuration: This part evaluates the abilities of Project Admins and focuses on creating

and setting up projects. It includes selecting project types and templates, configuring project details like
bEY 7S names and keys, managing versions of work, and using components to assign tasks autormatically.
Understanding when to use teamrmanaged or company-managed projects is key here.

>> ACP-120B8 i 5 B& <<

ACP-1203 ¥ 2 L — ¥ 3 >V [ & ACP-1208i 5 xt 5K ) &

ACP-1204 4 FOERIE. 2L OFHE S & £ 2HRE2BIFL L £ 4. BEARNICACP-120:AB & ¢ BB TK
vyo—FLTRATEIENTEET. BAFHREGBHECRETT. ACP-120:RBBEE2 B TR IR 2
CENTEET. BIRTE 232001 —YarRdhEd. ACP-120:0B D 2R & %0V, REBOBE % + 28
FIEEAEDELYD I ®A. SMELE Y PREFEFECHWTT. ACP-120RBC BT 2 & KeEEICAM
LTESE25CT245E. ZLOX)y t BN E T,

ATLASSIAN Jira Cloud Administrator 525 ACP-120 & 5% /& (Q67-Q72):

HH #67

Your Jira cloud instance has hundreds of projects which are used only by the development team at your organization.
All projects share a single permission scheme New business requirements state:

* Customer support staff at your organization need to view all issues in all projects

* They also need to share filters with other users

* They should not be granted too much access

Identify the appropriate way to configure customer support staff in Jira (Choose one)

A. As a security level

B. As a new group

C. With the Trusted role

D. As a new project role

E. With an approved domain

EfE: A

B #68

One of your tearms has noticed a spelling mistake in the name of an issue type.
‘What should you do before correcting the name of the issue type?

A. Warn users that saved filters using the issue type will not be able to find the issue type after the change.

B. Update the workflow schemes for the issue type to use the new name.

C. Update the issue type schemes to refer to the new name.

D. Warn users that dashboard gadgets that refer to the issue type in their configuration will need to be updated with the
corrected name.

Ef#: C

R -
Reference: https://confluence.atlassian.convadminjiracloud/adding-editing-and- deleting-an-issue-type-scheme-844500754 . html

HM #69

Gary complains that he is not getting any notifications when issues are updated.

According to the notification helper, he should receive notifications for all issues he is watching. His coworkers confirm they receive
those notifications and they regularly update issues that he is watching.

‘Which update to Gary's personal settings must have occurred (Choose one)

e A The setting You make changes to the issue was disabled
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¢ B. The setting You're watching the issue was disabled
o (. The setting Watch your issues was disabled
¢ D. The setting Email notifications format was changed

IEf#: B

HE #70

Currently, all users in your instance can see all issues in the BRAVO company-managed project. You received these new
requirerments:

* Some BRAVO issues should only be visible to managers.

* Some BRAVO issues should only be visible to supervisors.

* The remaining BRAVO issues should remain visible to all users.Identify two elements that must be configured. (Choose two.)

A. Admnister Projects permission
B. Set Issue Security permission
C. Global permissions

D. Issue security scheme

E. Browse Projects permission

1Ef#: B. D

A -

To meet the requirements of restricting visibility of some BRAVO issues to managers, others to supervisors, and keeping the
remaining issues visible to all users, you need to configure anissue security schemeto define security levels and theSet Issue
Securitypermission to allow users to apply these levels. These two elements are critical for implementing issue-level security in a
company-managed project.

* Explanation of the Correct Answers:

* Issue security scheme (Option A):

* Anissue security schemedefines security levels that restrict who can view issues based on criteria such as users, groups, or roles.
To meet the requirements, you need to create at least three security levels: one for managers, one for supervisors, and one (or none,
for default visibility) for all users. The scheme is then applied to the BRAVO project to enforce these visibility rules.

* Exact Extract from Documentation:

Configure issue security schemes

Issue security schemes define security levels to restrict who can view issues. Each level specifies users, groups, or roles (e.g,,
managers, supervisors) who can see issues assigned to that level

To create a scheme:

* Go toSettings > Issues > Issue security schemes.

* Create a new scheme and add security levels (e.g., "Managers Only," "Supervisors Only," "All Users").

* Assign the scheme to a project inProject settings > Issue security.Note: Security levels override theBrowse Projectspermission for
restricted issues.(Source:

Atlassian Support Documentation, "Configure issue security schemes')

* Why This Fits: The issue security scheme is necessary to create security levels that restrict visibility to managers, supervisors, or all
users, addressing all three requirements.

* Set Issue Security permission (Option B):

* TheSet Issue Securitypermission allows users to select a security level for an issue (via the Security Levelfield). Without this
permission, users cannot assign issues to the "Managers Only" or "Supervisors Only" security levels,which is necessary to implement
the restricted visibility requirements. This permission must be granted to appropriate users (e.g., project admins or specific roles) in
the project's permission scheme.

* Exact Extract from Documentation:

Set Issue Security permission

TheSet Issue Securitypermission allows users to set or change the security level of an issue, determining who can view it. This
permission is granted via the project's permission scheme.

To configure:

* Go toProject settings > Permissions.

* Add users, groups, or roles (e.g., Administrators) to theSet Issue Securitypermission.

Note: Without this permission, users cannot assign issues to specific security levels, even if a scheme is configured.(Source: Atlassian
Support Documentation, "Manage permissions in Jira Cloud")

* Why This Fits: TheSet Issue Securitypermission is required to enable users to apply the security levels defined in the issue security
scheme, ensuring that issues can be restricted to managers or supervisors as needed.

* Why Other Options Are Incorrect:



* Global permissions (Option C):

* Global permissions (e.g.,Administer Jira,Create Projects) control system+wide actions, not project-specific visibility. Issue visibility
is managed by project-level permissions and security schemes, not global permissions.

* Extract from Documentation:

Global permissions control system-wide actions, such as administering Jira or sharing filters. Issue visibility is managed by project
permissions and issue security schemes.

(Source: Atlassian Support Documentation, "Manage global permissions')

* Browse Projects permission (Option D):

* TheBrowse Projectspermission allows users to view issues in a project. While all users currently have this permission (since they
can see all BRAVO issues), modifying it does not address the need to restrict specific issues to managers or supervisors. Issue
security schemes overrideBrowse Projectsfor restricted issues.

* Extract from Documentation:

TheBrowse Projectspermission allows users to view issues in a project, but issue security levels can further restrict visibility for
specific issues.

(Source: Atlassian Support Documentation, "Manage permissions in Jira Cloud")

* Administer Projects permission (Option E):

* TheAdminister Projectspermission allows users to manage project settings, such as components or permission schemes. While it
may be needed to configure the issue security scheme or permissions, it is not directly required to meet the visibility requirements.
* Extract from Documentation:

TheAdmmister Projectspermission allows managing project settings but is not required to set issue security levels or view restricted
issues.

(Source: Atlassian Support Documentation, "Manage permissions in Jira Cloud")

* Additional Notes:

* To implement the requirements, create an issue security scheme with three levels:

* "Managers Only" (e.g., restricted to a "Managers" group).

* "Supervisors Only" (e.g., restricted to a "Supervisors" group).

* "All Users" (or no security level, allowingBrowse Projectsto apply).

* Assign the scheme to the BRAVO project and grant theSet Issue Securitypermission to users who need to assign these levels
(e.g., project admins).

* The configuration requires Jira administrator privileges to create the scheme, but project admins can manage security levels within
the project.

Atlassian Support Documentation:Configure issue security schemes
Atlassian Support Documentation:Manage permissions in Jira Cloud
Atlassian Support Documentation:Manage global permissions

B #71
Your organization has two Cloud sites. You will use the "lmport Jira Cloud" feature to migrate from one Jira site to the other. What
can you not import?

A. Team-managed projects
B. Automation rules

C. Custom fields

D. Deleted issues

E. Attachments

IEfE: D

AR

Thelmport Jira Cloudfeature allows migration of data between Jira Cloud sites, including projects, issues, configurations, and
attachments. However,deleted issues(Option C) cannot be imported, as they are not included in standard Jira Cloud backups or
export data.

* Explanation of the Correct Answer (Option C):

* Deleted issuesare permanently removed from Jira Cloud and are not included in backups or export files created for migration.
Thelmport Jira Cloudfeature only imports data that exists in the source site's backup, which excludes issues that have been deleted.
* Exact Extract from Documentation:

Import Jira Cloud data

Thelmport Jira Cloudfeature allows migration of data between Jira Cloud sites, including;

* Projects (company-managed and team-managed).

* Issues, comments, and attachments.



* Configurations (e.g., custom fields, workflows, automation rules). Limitations:

* Deleted issues are not included in backups or exports and cannot be imported. To import:

* Create a backup from the source site inSettings > System > Backup manager.

* UseSettings > System > Import Jira Cloudon the target site.Note: Requires Jira administrator permissions and may involve
Atlassian support for full migrations.(Source:

Atlassian Support Documentation, "[mport data to Jira Cloud")

* Why This Fits:Deleted issuesare not part of the data exported from the source site, making them impossible to import, so Option
C is the correct answer.

* Why Other Options Are Incorrect:

* Automation rules (Option A):

* Automation rulesare included in Jira Cloud backups and can be imported to the target site using thelmport Jira Cloudfeature,
provided they are compatible with the target site's configuration.

* Extract from Documentation:

Automation rules are included in Jira Cloud backups and can be imported, though some rules may require reconfiguration if
dependencies (e.g., custom fields) differ.

(Source: Atlassian Support Documentation, "lmport data to Jira Cloud")

* Custom fields (Option B):

* Custom fieldsare part of the configuration data in a Jira Cloud backup and are imported to the target site. Their contexts and
options are preserved during migration.

* Extract from Documentation:

Custom fields, including their configurations and contexts, are included in backups and imported to the target site.

(Source: Atlassian Support Documentation, "Import data to Jira Cloud")

* Teamrmanaged projects (Option D):

* Teamrmanaged projectsare fully supported in Jira Cloud backups and can be imported to the target site, including their issues,
configurations, and settings.

* Extract from Documentation:

Both company-managed and team-managed projects are included in Jira Cloud backups and can be imported to another site.
(Source: Atlassian Support Documentation, "lmport data to Jira Cloud")

* Attachiments (Option E):

* Attachments(media files) are included in Jira Cloud backups and can be imported to the target site, provided the backup includes
media data.

* Extract from Documentation:

Attachments are included in Jira Cloud backups and imported to the target site if media import is enabled.

(Source: Atlassian Support Documentation, "lmport data to Jira Cloud")

* Additional Notes:

* Thelmport Jira Cloudfeature is accessed viaSettings > System > Import Jira Cloudand typically requiresJira
admmnistratorprivileges, with possible Atlassian support for full migrations.

* Deleted issues are permanently removed and cannot be recovered unless a backup from before deletion is available, but even
then, they are not part of standard exports.

* Other data (e.g,, automation rules, custom fields) may require post-import reconfiguration if there are incompatibilities between
sites.

Atlassian Support Documentation:Import data to Jira Cloud
Atlassian Support Documentation:Back up Jira Cloud data
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