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You need to remediate active attacks to meet the technical requirements.
What should you include in the solution?
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e A. Azure Automation runbooks
¢ B. Azure Logic Apps
e C. Azure Functions

IEf#: B
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D Azre Sentinel livestreans

Reference:

httpsz/docs.microsoft.com/en-us/azure/sentinel/automate-responses-with-playbooks

Topic 1, Contoso Ltd

Existing Environment

End-User Environment

All users at Contoso use Windows 10 devices. Each user is licensed for Microsoft 365. In addition, 10S devices are distributed to
the members of the sales team at Contoso.

Cloud and Hybrid Infrastructure

All Contoso applications are deployed to Azure.

You enable Microsoft Cloud App Security.

Contoso and Fabrikam have different Azre Active Directory (Azure AD) tenants. Fabrikam recently purchased an Azure
subscription and enabled Azure Defender for all supported resource types.

Current Problens

The security team at Contoso receives a large number of cybersecurity alerts. The security team spends too much time identifying
which cybersecurity alerts are legitimate threats, and which are not.

The Contoso sales teamuses only iOS devices. The sales team members exchange files with customers by using a variety of third-
party tools. In the past, the sales team experienced various attacks on their devices.

The marketing team at Contoso has several Microsoft SharePoint Online sites for collaborating with external vendors. The marketing
team has had several incidents in which vendors uploaded files that contain malware.

The executive team at Contoso suspects a security breach. The executive team requests that you identify which files had more than
five activities during the past 48 hours, including data access, download, or deletion for Microsoft Cloud App Security-protected
applications.

Requirements

Planned Changes

Contoso plans to integrate the security operations of both companies and manage all security operations centrally.

Technical Requirements

Contoso identifies the following technical requirements:

Receive alerts if an Azure virtual machine is under brute force attack.

Use Azure Sentinel to reduce organizational risk by rapidly remediating active attacks on the environment.

Implement Azure Sentinel queries that correlate data across the Azure AD tenants of Contoso and Fabrikam

Develop a procedure to remediate Azure Defender for Key Vault alerts for Fabrikam in case of external attackers and a potential
compromise of its own Azure AD applications.

Identify all cases of users who failed to sign in to an Azure resource for the first time froma given country. A junior security
admmnistrator provides you with the following incomplete query.

BehaviorAnalytics

| where ActivityType = "FailedLogOn"
| where = True
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You have an Azure subscription that contains a user named User] and a Microsoft Sentinel workspace named WS1. WS1 uses
Microsoft Defender for Cloud.
You have the Microsoft security analytics rules shown in the following table.

User] performs an action that matches Rule1, Rule2, Rule3, and Rule4. How many incidents will be created in WS1?

A0
B. 1
C.2
D.3

IEf: C
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You need to implement Azire Defender to meet the Azure Defender requirements and the business requirements.
‘What should you include in the solution? To answer, select the appropriate options in the answer area.

NOTE: Each correct selection is worth one point.
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You have a Microsoft Sentinel workspace named SW1.

You need to identify which anomaly rules are enabled in SW1.
‘What should you review in Microsoft Sentine1?

A. Analytics

B. Content hub

C. Entity behavior
D. Settings

EfE: A
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The issue for which team can be resolved by using Microsoft Defender for Office 365?

A. security

B. sales
C. marketing
D. executive

Ef#: C

R -

Explanation/Reference:

httpsz/docs.microsoft.com/en-us/microsoft-365/security/office-365-security/atp-for-spo-odb-and-teams?

view=0365-worldwide

Mitigate threats using Microsoft 365 Defender

Testlet 2

Case study

This is a case study. Case studies are not timed separately. You can use as much exam time as you would like to conplete each
case. However, there may be additional case studies and sections on this exam. You must manage your time to ensure that you are
able to complete all questions included on this exam in the time provided.

To answer the questions included in a case study, you will need to reference information that is provided in the case study. Case
studies might contain exhibits and other resources that provide more information about the scenario that is described in the case
study. Each question is independent of the other questions in this case study.

At the end of this case study, a review screen will appear. This screen allows you to review your answers and to make changes
before you move to the next section of the exam. After you begin a new section, you cannot return to this section.

To start the case study

To display the first question in this case study, click the Next button. Use the buttons in the left pane to explore the content of the
case study before you answer the questions. Clicking these buttons displays information such as business requirements, existing
environment, and problem statements. Ifthe case study has an All Information tab, note that the information displayed is identical to
the mnformation displayed on the subsequent tabs. When you are ready to answer a question, click the Question button to return to
the question.

Overview

Litware Inc. is a renewable company.

Litware has offices in Boston and Seattle. Litware also has remote users located across the United States. To access Litware
resources, including cloud resources, the remote users establish a VPN connection to either office.

Existing Environment

Identity Environment

The network contains an Active Directory forest named litware.com that syncs to an Azure Active Directory (Azure AD) tenant



named litware.com.

Microsoft 365 Environment

Litware has a Microsoft 365 E5 subscription linked to the litware.com Azure AD tenant. Microsoft Defender for Endpoint is
deployed to all computers that run Windows 10. All Microsoft Cloud App Security built-in anomaly detection policies are enabled.
Azure Environment

Litware has an Azure subscription linked to the litware.com Azure AD tenant. The subscription contains resources in the East US
Azure region as shown in the following table.

Network Environment

Each Litware office connects directly to the internet and has a site-to-site VPN connection to the virtual networks in the Azure
subscription.

On-premises Environment

The on-premises network contains the computers shown in the following table.

Current problems

Cloud App Security frequently generates false positive alerts when users connect to both offices simultaneously.

Planned Changes

Litware plans to implement the following changes:

* Create and configure Azure Sentinel in the Azure subscription.

* Validate Azure Sentinel fimctionality by using Azure AD test user accounts.

Business Requirements

Litware identifies the following business requirements:

* The principle of least privilege must be used whenever possible.

* Costs must be minimized, as long as all other requirements are met.

* Logs collected by Log Analytics nust provide a full audit trail of user activities.

* All domain controllers must be protected by using Microsoft Defender for Identity.

Azure Information Protection Requirements

All files that have security labels and are stored on the Windows 10 computers must be available from the Azure Information
Protection - Data discovery dashboard.

Microsoft Defender for Endpoint requirements

All Cloud App Security unsanctioned apps must be blocked on the Windows 10 computers by using Microsoft Defender for
Endpoint.

Microsoft Cloud App Security requirements

Cloud App Security must identify whether a user connection is anomalous based on tenant-level data.

Azire Defender Requirements

All servers must send logs to the same Log Analytics workspace.

Azirre Sentinel Requirements

Litware must meet the following Azure Sentinel requirements:

* Integrate Azure Sentinel and Cloud App Security.

* Ensure that a user named adminl can configure Azure Sentinel playbooks.

* Create an Azure Sentinel analytics rule based on a custom query. The rule must automatically initiate the execution of a playbook.
* Add notes to events that represent data access froma specific IP address to provide the ability to reference the IP address when
navigating through an investigation graph while hunting,

* Create a test rule that generates alerts when inbound access to Microsoft Office 365 by the Azure AD test user accounts is
detected. Alerts generated by the rule must be grouped into individual incidents, with one incident per test user account.

B #278

SC-2003% #% 32 5 o B : hitps://www.jptestking conySC-200-exam.html

o ZhERH % SC-20052 5k B 1% 5 Bk - 3R 58 O Y 7 15-38 € 3 5 SC-200%& 15 58 =2 A B& () > www.passtestjp <4 1 b
12 T SC-200 [fERELE % AL T & 5 SC-200505% N &

e SC-200:25E Bk b L — Y > 7 [1SC-20058 € &#% [ SC-200H A FEABER = ( www.goshiken.com) +
A4 M2 TEFP> SC-200 <fJE&E % £ 7 > o — FSC-200H A B BRI

o B M TTVE- R E D SC-20058 AL B A A BR- R 5 L LSC-2008# R EAE LR T 5120 ¢
www.passtest.jp 12> 5 [ SC-200 | # fkl ¢ X 7 > v — FSC-200& 4%

o SC-200%4% & FAIREEE [ SC-20072 € & #% [1 SC-2004% E FIELE (1 47 <> www.goshkencom <% B & . =
SC-200 [1[1[1#HEL CH/RTK 7> o—FL T<#&0SC-200:RBashsaim £ R

o SC-200:ABR A2 [ SC-200:R Bk B /A [ SC-200:8 Rk b L —Y > 7 1w SC-200 1% ERTK ¥
> o — Fm www.xhs1991.com 17 = 74 4 b+ & ANF19 % 721 SC-200:R Bx 5538 2= )


https://www.jptestking.com/SC-200-exam.html
https://www.passtest.jp/SC-200-exam.html
https://www.pdc.edu/?URL=https%253a%252f%252fwww.jptestking.com%252fSC-200-exam.html
https://www.passtest.jp/Microsoft/SC-200-shiken.html
https://www.northwestu.edu/?URL=https%253a%252f%252fwww.jptestking.com%252fSC-200-exam.html
https://www.xhs1991.com/SC-200.html

o SC-200f5 R BR B HTAR [ SC-2004% X FEIREEE (1 SC-200& 4% %4 (1 [ www.goshiken.com ] (Z BEIL . »
SC-200 «# BEL TEMTK v > o— FL TL & wSC-200H A FEABIER

o BN % SC-2005BRE B A% 5l BR -5 B O YEM 77 -8 € § % SC-200%& #5 58 5 s8R (1 » www.xhs1991.com <& A
JIL TV SC200 v LUEREL . BB TK Y > o —FL T2 S 0SC-2008 5 5%

o BRI % SC-20058 3k B #% 5l 8- S BR O HEMF 7 V-5 € ¢ % SC-200% 14 38 € sk B [ [ SC-200 |FE&E 7 7
A v i [ www.goshiken.com JiZ T HZ SC-2003 58 hi

e SC-200H AEABAIE IR # SC-200H AFERBEHR 1 SC-2007 2 b XK F [ » www.mogiexamcom 14>
SR 1SC-200 % BRI TKX 7 > v — FT & £ 9 SC-20058 5% B /5 4%

® Microsoft SC-20058 jE itk i —H AW T & 2L [ [ www.goshkencom ] # 4 T = SC-200 (111D &
iR 43 2 % SC-20032 Boxt 5

® Microsoft SC-20058 '€ il Bk (- —F-EM T & 2L [ [SC-200] 2 EKlCKX v > p— NV
www.passtestjp [V (17 = 7% 4 b # NJ1$ 3 721 SC-200:AB 5% &

o www.stes.tyc.edu.tw, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal utt.edu.tt, myportalutt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, www.stes.tyc.edu.tw,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, bbs.t-firefly.com, wibki.com,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, www.stes.tyc.edu.tw, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
Disposable vapes

P.S. JPTestKing# Google Drive T34 L T > 2 R D # L \wSC-200K > 7" https:/drive.google.com/open?
id=1kquiNfimZN Tgnxum0 YH8BY 0SSUOCOno2


https://bbs.pku.edu.cn/v2/jump-to.php?url=https%253a%252f%252fwww.jptestking.com%252fSC-200-exam.html
https://www.xhs1991.com/SC-200.html
https://mhamirpanahi.com/?s=%25e5%258a%25b9%25e6%259e%259c%25e7%259a%2584%25e3%2581%25aaSC-200%25e8%25aa%258d%25e8%25a8%25bc%25e8%25b3%2587%25e6%25a0%25bc%25e8%25a9%25a6%25e9%25a8%2593-%25e8%25a9%25a6%25e9%25a8%2593%25e3%2581%25ae%25e6%25ba%2596%25e5%2582%2599%25e6%2596%25b9%25e6%25b3%2595-%25e8%25aa%258d%25e5%25ae%259a%25e3%2581%2599%25e3%2582%258bSC-200%25e8%25b3%2587%25e6%25a0%25bc%25e8%25aa%258d%25e5%25ae%259a%25e8%25a9%25a6%25e9%25a8%2593%20%25e2%258f%25ae%20%25e6%259c%2580%25e6%2596%25b0%5B%20SC-200%20%5D%25e5%2595%258f%25e9%25a1%258c%25e9%259b%2586%25e3%2583%2595%25e3%2582%25a1%25e3%2582%25a4%25e3%2583%25ab%25e3%2581%25af%5B%20www.goshiken.com%20%5D%25e3%2581%25ab%25e3%2581%25a6%25e6%25a4%259c%25e7%25b4%25a2SC-200%25e8%258b%25b1%25e8%25aa%259e%25e7%2589%2588
https://www.mogiexam.com/SC-200-exam.html
http://montepinoseleccion.es/?s=Microsoft%20SC-200%25e8%25aa%258d%25e5%25ae%259a%25e8%25a9%25a6%25e9%25a8%2593%25e3%2581%25ab%25e4%25b8%2580%25e7%2599%25ba%25e5%2590%2588%25e6%25a0%25bc%25e3%2581%25a7%25e3%2581%258d%25e3%2582%258b%25e5%2595%258f%25e9%25a1%258c%25e9%259b%2586%20%25f0%259f%2598%2584%20%25e3%2580%258c%20www.goshiken.com%20%25e3%2580%258d%25e3%2582%25b5%25e3%2582%25a4%25e3%2583%2588%25e3%2581%25a7%25e2%259e%25a1%20SC-200%20%25ef%25b8%258f%25e2%25ac%2585%25ef%25b8%258f%25e3%2581%25ae%25e6%259c%2580%25e6%2596%25b0%25e5%2595%258f%25e9%25a1%258c%25e3%2581%258c%25e4%25bd%25bf%25e3%2581%2588%25e3%2582%258bSC-200%25e5%258f%2597%25e9%25a8%2593%25e5%25af%25be%25e7%25ad%2596
https://www.passtest.jp/Microsoft/SC-200-shiken.html
http://www.stes.tyc.edu.tw/xoops/modules/profile/userinfo.php?uid=3875364
https://myportal.utt.edu.tt/ICS/icsfs/048a8499-bcab-4079-90b7-53acd0acbfc7.pdf?target=e6a99003-2d9a-4f87-ab9a-bb998fb088dc
https://myportal.utt.edu.tt/ICS/icsfs/1a7d80ff-a10f-4b58-8bc7-88ec0999405d.pdf?target=c6b56736-391f-4bee-b982-8965b370a4f3
https://myportal.utt.edu.tt/ICS/icsfs/23286b57-daed-401c-8dae-d1ee9b98dd6c.pdf?target=7a6ad4cf-68ae-4836-a24b-4447d9ae9f4d
https://myportal.utt.edu.tt/ICS/icsfs/2f92e30e-dbe3-48c0-878e-8cf8bcd06a54.pdf?target=ee2f5244-bc52-44ed-8b62-f695b8a2918d
https://myportal.utt.edu.tt/ICS/icsfs/66b7de78-7e9d-45f4-9f5b-469c90d002ac.pdf?target=1528d1ed-3938-4a32-a5ee-f82c5bc27462
https://myportal.utt.edu.tt/ICS/icsfs/6a070739-324d-4a61-b4da-7a4a957a1c04.pdf?target=a65beaeb-6e24-49b6-8d8b-9bca8dada847
https://myportal.utt.edu.tt/ICS/icsfs/88e16310-c95d-4ecb-bad5-ecf71dee6823.pdf?target=ff974281-f9fe-48b9-abca-b2dee29640e2
https://myportal.utt.edu.tt/ICS/icsfs/eec7ac6c-07e1-4074-8abf-becabaf9178f.pdf?target=7292ea00-047e-42ca-ab32-4e4586f1e335
https://myportal.utt.edu.tt/ICS/icsfs/f480ad6a-6216-43d6-9982-133e7fce146c.pdf?target=e4d68b6a-f08a-48d7-9e9f-f9303f6f5c75
https://myportal.utt.edu.tt/ICS/icsfs/fff8f54f-2b6f-4dea-b6c5-761edd12f038.pdf?target=91801271-26d3-49e7-a14d-89b671eba3ec
http://www.stes.tyc.edu.tw/xoops/modules/profile/userinfo.php?uid=3875241
https://myportal.utt.edu.tt/ICS/icsfs/093dfa04-8a14-42f7-945d-cc2cf9ef1546.pdf?target=afedeaee-243d-492c-86ec-e16c0ef5af43
https://myportal.utt.edu.tt/ICS/icsfs/0b758e99-c301-4a7b-a980-615412163ff6.pdf?target=6fdc5173-813a-4421-84b9-9f9c4747715e
https://myportal.utt.edu.tt/ICS/icsfs/1f798a97-3244-412d-898c-fa9fedda5d13.pdf?target=f3b753e0-b7c1-4204-bc4a-de13cff4b825
https://myportal.utt.edu.tt/ICS/icsfs/2998fcaf-0bed-4c22-a591-6d702a5cebe8.pdf?target=bc214f26-71e6-4de0-84e6-f4344dcd9d14
https://myportal.utt.edu.tt/ICS/icsfs/5ae4b3a0-8ac2-43f4-8a49-35db72034d97.pdf?target=1873e016-d7c5-4a00-ae4e-fe94419c402d
https://myportal.utt.edu.tt/ICS/icsfs/81c2f895-6850-4deb-858a-62dce48c4ab8.pdf?target=c3d49cf7-f3ce-420d-bce3-8d04b62c11ed
https://myportal.utt.edu.tt/ICS/icsfs/8a4f22ff-1b8d-43bd-99ff-d317240e3380.pdf?target=37585164-3545-400c-8aed-1e33c4dc361f
https://myportal.utt.edu.tt/ICS/icsfs/8f718c48-cb1f-481f-8678-1ca8eade4afd.pdf?target=01414c21-db6e-48de-b917-57e5d113f7dc
https://myportal.utt.edu.tt/ICS/icsfs/979f51fc-9409-453f-bc62-c1e21876e2cd.pdf?target=43228086-2fde-4431-8225-7e4676337a88
https://myportal.utt.edu.tt/ICS/icsfs/9bd20762-1322-48e4-8406-5551e979ba88.pdf?target=d2fe6337-8883-4a85-a1e8-cc007ab004cc
https://bbs.t-firefly.com/home.php?mod=space&uid=687915
https://wibki.com/dimanizrulez?tab=CITM
https://myportal.utt.edu.tt/ICS/icsfs/085a8d8d-95eb-4e7a-9976-baff78e7d587.pdf?target=773a51c4-ae64-477a-952d-6107d970dabe
https://myportal.utt.edu.tt/ICS/icsfs/1d2834d2-8d9b-47e3-abb5-67242e9b89ae.pdf?target=a5f6b330-14c0-40ce-8214-b4b89ded21fe
https://myportal.utt.edu.tt/ICS/icsfs/325c2063-e374-43ab-96d5-b1c2b0fcfc6d.pdf?target=94ca63b9-18d4-44d7-b711-88aaffdacd9c
https://myportal.utt.edu.tt/ICS/icsfs/45bf39b3-50e0-425c-8dbe-0736acd3917a.pdf?target=d78347dd-382e-4658-b8d7-9df1df9643f8
https://myportal.utt.edu.tt/ICS/icsfs/63819ab5-f460-45dd-8500-83f2b8784b77.pdf?target=2bcb23a6-9ad6-4be4-a35b-393a8d302cae
https://myportal.utt.edu.tt/ICS/icsfs/76f14331-82f8-4fc7-b09c-924de17589e5.pdf?target=33550f22-b299-4df5-8300-fb18830d4570
https://myportal.utt.edu.tt/ICS/icsfs/b3ac83de-3773-465e-8619-175f475109ec.pdf?target=c58b1813-fcdb-4342-ba8f-375bed7bb004
https://myportal.utt.edu.tt/ICS/icsfs/bcd7d4e2-f0fb-4bf3-844d-db7278b94ff9.pdf?target=3d88f91e-5ee0-43d6-9afe-5f97b1805048
https://myportal.utt.edu.tt/ICS/icsfs/deb7a893-414c-4363-8fcf-8fbf862997b3.pdf?target=aef6194c-49d3-4001-a038-34783ce321be
https://myportal.utt.edu.tt/ICS/icsfs/ed1587b8-04b1-46b5-ab5a-710df85a8eff.pdf?target=f48c70f2-8c99-4fdc-812e-b2b42813c1fe
http://www.stes.tyc.edu.tw/xoops/modules/profile/userinfo.php?uid=3876162
https://myportal.utt.edu.tt/ICS/icsfs/4644a79d-7272-47ed-9fa4-b28ee6331beb.pdf?target=5701d975-deeb-4b57-90c2-a91254382b4b
https://myportal.utt.edu.tt/ICS/icsfs/4feb6d86-c24c-4433-9b3f-4ffff410ad12.pdf?target=da01a6af-8b67-4ad4-9cb2-4e33a2fcc0b7
https://myportal.utt.edu.tt/ICS/icsfs/5fdbda59-af21-462a-9d65-c1c29e5f31dc.pdf?target=6a27d83e-bf3f-4a5c-a97c-c20ee3022c8b
https://myportal.utt.edu.tt/ICS/icsfs/80a31bdc-a685-435e-baa1-e632c63f358b.pdf?target=5dbdec6a-cb8c-49c8-9d8f-2df8d1637d06
https://myportal.utt.edu.tt/ICS/icsfs/a3331804-3987-4053-9e50-5b31792d0140.pdf?target=11d5c28f-f88f-4779-9a51-03db28990c54
https://myportal.utt.edu.tt/ICS/icsfs/b48529eb-5eee-4f88-a93e-3d4e99506382.pdf?target=fe7377f8-fea3-4ec7-9cb7-f467abb2fd76
https://myportal.utt.edu.tt/ICS/icsfs/bf9c1cbc-c234-48fa-bfbd-33d5cf173e14.pdf?target=dd8a8fdc-ab25-420c-9fc0-e5687070ad2b
https://myportal.utt.edu.tt/ICS/icsfs/d0f11802-12f5-498c-8ad2-0afce711e0d9.pdf?target=06789c53-e413-4061-83f6-466bb12d2551
https://myportal.utt.edu.tt/ICS/icsfs/d533272f-26b3-4a58-b1f3-74418e223d89.pdf?target=50d804f9-8e9b-48f3-9525-9e74d2144463
https://myportal.utt.edu.tt/ICS/icsfs/253b31dc-ea54-46cd-80e0-e6db5a52b965.pdf?target=81119c93-f8e7-4e6f-b721-d226a560f944
https://myportal.utt.edu.tt/ICS/icsfs/2b13d4a5-d0b8-474e-a53a-721dcdd90ff8.pdf?target=84a664ab-8d82-4b18-b256-7faa00c2b8df
https://myportal.utt.edu.tt/ICS/icsfs/75362e7d-19c4-4df8-8f9d-42ebf6bbd712.pdf?target=d71807a2-5d3f-4a03-a971-ae9f49ff4ece
https://myportal.utt.edu.tt/ICS/icsfs/815e239a-b40e-483a-ad37-3fd52eb656d0.pdf?target=33ee9807-2deb-4e66-b3a2-cfcb712d8e35
https://myportal.utt.edu.tt/ICS/icsfs/9512a585-38e3-44c8-a601-e95cedaf6289.pdf?target=a53ae787-f7ae-447d-8c75-68ec8c70b933
https://myportal.utt.edu.tt/ICS/icsfs/978fc675-3743-40c2-83da-04e67e60a143.pdf?target=eb55e35b-4909-4442-9668-57c47aa725ae
https://myportal.utt.edu.tt/ICS/icsfs/b1e61b92-f03f-45ad-a8a6-fb570e9b2e33.pdf?target=c6fb4ece-1649-43fd-8296-3c2dde890086
https://myportal.utt.edu.tt/ICS/icsfs/c438a1e7-ef5c-485b-9b28-1f79b26874e3.pdf?target=175b1928-e7c4-45a7-a9f5-01be51e1babe
https://myportal.utt.edu.tt/ICS/icsfs/d43df578-d82f-41a0-b96c-8f9c1b8033e6.pdf?target=e491b451-7afb-4ee0-b51a-88aceeabe565
https://myportal.utt.edu.tt/ICS/icsfs/f7096dd9-5ace-4a63-a31c-72328a5cb0fb.pdf?target=517211c8-2b0b-4d51-8448-0aa4b7c7bc11
https://frvape.com
https://drive.google.com/open?id=1kqluiNfmZNTgnxum0YH8BYoSSUOCOno2

