ACP-120:8 B8R40 . ACP-1208035T 4 B RE4E

BHiAtlassian Jira Cloud Administra
tor ACP-120 HERRI=ELE | ktest

ITHMLBICE T FOHOEBERNT

P.S. Xhs199143Google Drive T 3£ 5 L T 2 R » D #H L LW ACP-120X > 7°:  hitps//drive.google.com/open?
id=1rurVJIIAbAGIDeDJK -9rsSUWR2EAOiIQcD

ITEHOaELERBCONT., ITRHRBOREEIECTEINTHWET. Lz > Ty Xhs1991D ACP-1208
FEEVHZTCERSA TV ET. 2. Xhs1VIOHM 2 BATHRIE. Xbs1911k —EMOER 7 v 77 —
her—ERERUPL THTF £ 3. BMELAEFSNZRY . Xbs19911d B 5 I BRI D ACP-1208K %> Td
FET. 259738, DEEBRBDODTERFA—Y avOBRE#F-> T3 N RESH 3. Xhs1991i &
LA RBCERT 205U B3I ENTERRITRL. D EBRFONBEERDOEBI2 L4 TE
7. COEOFEBSLOEHEEORBEZLNTLE IV,

REREBE . JraCoudEH I BHET 3 ML FEY 72 ANR—LTVWET, CheDPEyYy 212, 2—H—
SHE, Sovz s N BLUREORE. V2 7 u—EH, oY — L EDOHEERTIN T, KRBT, BA
HJira Cloud % R R OBERMC ST 285 MAL . F— 228 H L TEAEOHEsRtTcE 3 L@
L 7.

ATLASSIAN ACP-120 (Jira Cloud Administrator) 52 fE 3R 5% & « Jira Cloud B H O RE 2 HEAVEL B L WA T
. ARBRIE SO LHBINME» s B EN. 10N ET TEI3UNERDD &¥. CORBKE. BAD
JraCloud EH BT 2HMERAF L E, BABZMNEY 2Dl TTAMNT2EIREERTVLE T,

>> ACP-12038 B JR 48 <<

ACP-1205 %7 %« B4 & ACP-1207 A P EEHE

HAET. ZLOANIACP-120%B#H M2 FHAL TwET. TR 2. ACP-ROEEHMEVWHERTT.
%5 & ACP-120% B #HM £ 5158 L 72 5. ACP-120iRBRwc &4 L £ L/z. 55, 155 EACP-120% B #H M xF L
T, BHOKTFEHTT. D&V, dalc bACP-120%BHM s BATHIE. BIFT 3L DV EHA.

BESNIJaz 77 FEEZ L 31 BHEE6SOREIRIRO EE CHMR S L 2 ACP-120:B i AT 2
PDERDYET., CORBTE, 7oy b EMEBEOERE, 22— —HH, ¥, v—/ 70—, fhOoY—
WEDBERE. SEEERMEY 2 EAA—LTVET. RBCEHKT 3 & FHE S IRAEH + 55 < R
LTHY. F—4 &G HABOIRAEZ RN EEE S U A RKA X TEBIERNRENTOET. BEEL
FHEHTHY . BARABRERI 2L TEHRTCE LY.

ATLASSIAN Jira Cloud Administrator 32 & ACP-120 3B [5 /E (Q47-Q52):

B #47
Users need to be able to select Browser Type when editing bugs in the DEV project. However, they cannot see the field. Identify
three possible root causes. (Choose three.)

e A Project roles

e B. Field configurations
e (. Custom field context
e D. Project permissions
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¢ E. Issue security scheme
Eﬁ: B\ C\ D

RN -

The issue is that users cannot see theBrowser Typefield when editing bugs in the DEV project, a company- managed project. This
suggests a configuration issue preventing the field from being displayed or accessible.

The three possible root causes arefield configurations(Option B),custom field context(Option C), and project permissions(Option
D), as these can affect field visibility or editability.

* Explanation of the Correct Answers:

* Field configurations (Option B):

* Field configurationsdetermine whether a field is required, optional, or hidden for specific issue types in a project. If theBrowser
Typefield is marked asHiddenin the field configuration for bugs in the DEV project, it will not appear on any screens (Create, Edit,
View), preventing users from seeing or selecting it when editing bugs.

* Exact Extract from Documentation:

Configure field settings

Field configurations control field behavior (required, optional, hidden) for issue types in a project.

Ifa field is hidden:

* It does not appear on any screens, including Create, Edit, or View.To check:

* Go toProject settings > Fields.

* Review the field configuration for the issue type (e.g., Bug).

* Ensure the field (e.g., Browser Type) is not marked asHidden.Note: Hidden fields are completely removed from issue operations.
(Source: Atlassian Support Documentation, "Configure field settings")

* Why This Fits: IfBrowser Typeis hidden in the field configuration for bugs, users will not see it when editing, making this a possible
root cause.

* Custom field context (Option C):

* Thecustom field contextdefines which projects and issue types a custom field applies to. If theBrowser Typefield's context does
not include the DEV project or theBugissue type, the field will not be available for bugs in that project, causing it to be mvisible
during editing,

* Exact Extract from Documentation:

Manage custom field contexts

A custom field's context determines the projects and issue types where 1t is available.

Ifa field is not visible:

* Check the field's context inSettings > Issues > Custom fields.

* Ensure the context includes the project (e.g, DEV) and issue type (e.g., Bug).Note:

A misconfigured context can prevent a field from appearing in a project.(Source:

Atlassian Support Documentation, "Manage custom fields in Jira Cloud")

* Why This Fits: If theBrowser Typefield's context excludes the DEV project orBugissue type, it will not be available, making this a
possible root cause.

* Project permissions (Option D):

* TheEdit Issuespermission in the project's permission scheme determines whether users can edit issues, including fields likeBrowser
Type. Ifusers lack this permission for bugs in the DEV project, they will not be able to edit the field, which could manifest as the
field being invisible or non-editable during editing attempts.

* Exact Extract from Documentation:

Manage permissions in Jira Cloud

TheEdit Issuespermission allows users to modify issue fields, including custom fields.

Ifusers cannot edit a field:

* CheckProject settings > Permissions.

* Ensure the user, group, or role has theEdit Issuespermission. Note: Lack of edit permission can prevent users from seeing or
mteracting with editable fields.(Source:

Atlassian Support Documentation, "Manage permissions in Jira Cloud")

* Why This Fits: If users lack theEdit Issuespermission, they may not be able to edit or see theBrowser Typefield as editable,
making this a possible root cause.

* Why Other Options Are Incorrect:

* Project roles (Option A):

* Project roles are used in permission schemes or other configurations to grant permissions (e.

g Edit Issues). While a role could be part of the permission scheme affectingEdit Issues, the root cause is the permission itself
(Option D), not the role. Roles do not directly control field visibility.

* Extract from Documentation:

Project roles are used to assign permissions, not to control field visibility directly. Check permissions likeEdit Issuesfor editability
issues.



(Source: Atlassian Support Documentation, "Manage project roles")

* Issue security scheme (Option E):

* Anissue security schemerestricts which issues a user can view based on security levels. If users can see the bug issues but not
theBrowser Typefield, the issue is not about issue visibility but field visibility or editability, sothe security scheme is not a root cause.
* Extract from Documentation:

Issue security schemes control which issues are visible, not which fields within an issue are displayed.

(Source: Atlassian Support Documentation, "Configure issue security schemes")

* Additional Notes:

* To troubleshoot:

* CheckProject settings > Fieldsto ensureBrowser Typeis not hidden in the field configuration for bugs.

* Verify the field's context inSettings > Issues > Custom fieldsincludes the DEV project and Bugissue type.

* Confirm users have theEdit Issuespermission inProject settings > Permissions.

* Other potential causes (not listed) include the field not being on theEdit screen(screen configuration) or being hidden in theissue
layout, but these are covered byfield configurations and permissions broadly.

* Resolving these issues may requireJira admmnistrator(for field configurations, contexts) or project admin(for permissions) privileges.

Atlassian Support Documentation:Configure field settings
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f tzlﬂanf :ezuests updates to the behavior of some fields in the project. The project uses three issue types: Problem, Incident, and
’([:hlflcllgeZﬁed configuration is shown below:

Issue Type|Severity (custom field)impact (custam freld)|Priority (system field)
Problem |Required Required Hidden

Incident [Required {Required Shown and optional
Change Hidden Hidden ===E}95unad

‘Which configuration update will meet the requirements?

A. Create unique field contexts for each issue type for the desired fields.

B. Configure individual field contexts for each custom field and update the priority scheme.

C. Configure individual field configurations for each issue type.

D. Configure individual screens for any combination of issue operation and issue type.

E. Configure individual screens for each issue type and update the priority scheme.

F. Configure individual field configuration for each custom field and update the priority scheme.

IEf#: B

HA #49
You want to rename an issue type. What might be impacted by this change?

A. Custom field contexts

B. Swimlanes by queries

C. Issue type schemes

D. Issue type screen schemes
E. Workflow schemes

EM: B
ks

Renaming an issue type in Jira Software Cloud changes its display name, which can impact configurations or features that reference
the issue type by name, particularly in JQL queries or user-defined settings. The element most likely to be impacted isswimlanes by




queries(Option D), as swimlanes often use JQL queries that include issue type names.

* Explanation of the Correct Answer (Option D):

* Swimlaneson Jira boards (e.g., Kanban or Scrum) can be configured to use JQL queries to group issues (e.g., issuetype = Bug). If
a swimlane's JQL query references the issue type being renamed (e.g., issuetype = Task), renaming the issue type (e.g., toStory) will
cause the query to no longer match issues of the renamed type, breaking the swimlane's functionality. These queries must be updated
to reflect the new issue type name.

* Exact Extract from Documentation:

Configure board swimlanes

Swimlanes on Jira boards can be based on JQL queries (e.g., issuetype = Bug).

Impact of renaming issue types:

* JQL queries referencing the issue type name (e.g., issuetype = Task) will no longer match issues if the issue type is renamed (e.g,,
to Story).To update:

* Go toBoard settings > Swimlanes.

* Update the JQL query to use the new issue type name.Note: Renaming an issue type can affect any JQL-based feature, including
swimlanes, filters, and dashboards.(Source:

Atlassian Support Documentation, "Configure boards in Jira Cloud")

* Why This Fits: Renaming an issue type impactsswimlanes by queriesbecause JQL queries in swimlane configurations may
reference the issue type name, requiring updates to maintain functionality, making Option D the correct answer.

* Why Other Options Are Incorrect:

* Issue type schemes (Option A):

* Issue type schemesdefine which issue types are available in a project. Renaming an issue type changes its display name globally but
does not alter the scheme's structure or associations, as issue types are referenced by their internal IDs in schemes.

* Extract from Documentation:

Renaming an issue type updates its display name but does not affect issue type schemes, which use mternal IDs.

(Source: Atlassian Support Documentation, "Manage issue types in Jira Cloud")

* Issue type screen schemes (Option B):

* Issue type screen schemesmap screens to issue types for operations (Create, Edit, View).

These schemes reference issue types by their internal IDs, so renaming an issue type does not impact the scheme's configuration.

* Extract from Documentation:

Issue type screen schemes use issue type IDs, not names. Renaming an issue type does not require changes to screen schemes.
(Source: Atlassian Support Documentation, "Configure screen schemes in Jira Cloud")

* Workflow schemes (Option C):

* Workflow schemesmap workflows to issue types. Like other schemes, they use issue type IDs, so renaming an issue type does
not affect workflow assignments or configurations.

* Extract from Documentation:

Workflow schemes reference issue types by ID. Renaming an issue type has no impact on workflow schemes.

(Source: Atlassian Support Documentation, "Configure workflow schemes")

* Custom field contexts (Option E):

* Custom field contextsdefine the projects and issue types where a custom field is available.

Contexts also use issue type IDs, so renaming an issue type does not require changes to the context configuration.

* Extract from Documentation:

Custom field contexts use issue type IDs. Renaming an issue type does not affect field contexts.

(Source: Atlassian Support Documentation, "Manage custom fields in Jira Cloud")

* Additional Notes:

* Renaming an issue type is done inSettings > Issues > Issue typesand requiresJira administrator privileges.

* Other JQL-based features (e.g,, filters, dashboards, automation rules) may also be impacted if they reference the issue type name,
butswimlanes by queriesis the most directly affected among the options.

* To minimize impacts, use issue type [Ds in JQL queries (e.g,, issuetype = 10001), though this is less common.

Atlassian Support Documentation:Configure boards in Jira Cloud
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R #50

You want to infroduce Jira to your small non-profit organization.

Since you are unsure of the optimal deployment option you have gathered some requirements:
- You need to manage a teamof up to 15 employees.



- You need to be able to track a backlog of staff action iterrs.

- You want to easily visualize the progress of ongoing work.

The solution must require minimal administration since your organization only has a part-time IT volunteer.
‘What solution is most appropriate for your organization?

A. Jira Service Desk Data Center
B. Jira Software Data Center

C. Jira Core Server

D. Jira Service Desk Cloud

IEf#: D

HM #51

You need to grant members of the Compliance team access to all of your company-managed projects in Jira.

All the projects were created with a shared configuration and need to remain that way. You must decide if a project role is required
to accommodate any of their requirements. Identify the requirement that necessitates the use of'a project role.

A. Only two Compliance users should be able to see secured issues.

B. Only some Compliance users need to create shared dashboards.

C. Allmembers need to be able to move issues.

D. Only some Compliance users can delete issues and they differ in each project.

Ef#: D

A -

Since all company-managed projects share a single configuration (including permission schemes), permissions are applied uniformly
across projects. Aproject roleis necessary when a requirement involves project-specific differences in user permissions, as roles
allow membership to vary by project. The requirement thatonly some Compliance users can delete issues and they differ in each
project(Option A) necessitates a project role, as it requires project-specific user assignments for theDelete Issuespermission.

* Explanation of the Correct Answer (Option A):

* The requirement states thatonly some Compliance users can delete issues, and the specific users differ in each project. In a shared
permission scheme, permissions likeDelete Issuesare granted to users, groups, or project roles. Using a group would apply the same
users across all projects, which does not allow for different users perproject. Aproject role(e.g., "Compliance Deleters") can be
added to theDelete Issuespermission in the shared permission scheme, and different Compliance users can be added to this role in
each project'sProject settings > People, accommodating the project-specific variation.

* Exact Extract from Documentation:

Manage project roles

Project roles allow permissions to be granted to different users in each project, even with a shared permission scheme.

To configure:

* Create a new project role inSettings > System > Project roles(e.g,, "Compliance Deleters").

* Add the role to a permission (e.g.,Delete Issues) in the permission scheme (Settings > Issues > Permission schemes).

* Add users to the role in each project'sProject settings > People. Example: GrantDelete Issuesto the "Compliance Deleters" role,
then assign different users to the role in each project.Note: Project roles are ideal for permissions that vary by project while
maintaining a shared scheme.(Source: Atlassian Support Documentation, "Manage project roles")

* Why This Fits: A project role allows different Compliance users to have theDelete Issues permission in each project, satisfying the
requirenment for project-specific variation while keeping the shared configuration, making Option A the correct answer.

* Why Other Options Are Incorrect:

* Allmembers need to be able to move issues (Option B):

* TheMove Issuespermission can be granted to all Compliance users via a group (e.g,,

"Compliance Team'") in the shared permission scheme. Since the requirement applies uniformly to all members across all projects, a
project role is not necessary, as there is no project-specific variation.

* Extract from Documentation:

Permissions likeMove Issuescan be granted to a group in a shared permission scheme, applying to all projects without needing
project-specific roles.

(Source: Atlassian Support Documentation, "Manage permissions in Jira Cloud")

* Only two Compliance users should be able to see secured issues (Option C):

* Secured issues are managed by anissue security scheme, where security levels define who can view issues (e.g., specific users,
groups, or roles). To allow only two Compliance users to see secured issues, you can create a security level listing those two users
explicitly or a group containing only them. This does not require a project role, as the same two users apply across all projects, and
security levels are part of the shared configuration.



* Extract from Documentation:

Issue security levels can specify individual users or groups to restrict visibility. Project roles are not required unless visibility varies by
project.

(Source: Atlassian Support Documentation, "Configure issue security schemes')

* Only some Compliance users need to create shared dashboards (Option D):

* Creating shared dashboards requires theShare dashboards and filtersglobal permission, not a project-level permission. This can be
granted to a group containing the relevant Compliance users inSettings > System > Global permissions. Since this is a global
permission, it does not vary by project and does not require a project role.

* Extract from Documentation:

TheShare dashboards and filtersglobal permission allows users to share dashboards. It is grantedglobally, not via project roles.
(Source: Atlassian Support Documentation, "Manage global permissions')

* Additional Notes:

* Steps to configure Option A:

* Create a "Compliance Deleters" project role inSettings > System > Project roles.

* Add the role to theDelete Issuespermission in the shared permission scheme (Settings > Issues > Permission schemmes).

* For each project, add the appropriate Compliance users to the "Compliance Deleters" role inProject settings > People.

* This configuration requiresJira administratorprivileges to create the role and modify the permission scheme, but project admins can
manage role membership.

* The shared configuration (permission schemre, etc.) is preserved, as the project role integrates seamlessly.

Atlassian Support Documentation:Manage project roles
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