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B #68

Many projects share the same permission scheme and workflow scheme.
The requirements in those projects are:

- Only Translators should be able to use the Translation workflow transition.
- The same team of Translators work across all the projects.

How should Translators be configured to meet these requirements?

e A. As aproject role
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B. As a Group custom field
C. As a group

D. As a User custom field
E. As single users

EfE: A

R -
Reference: https:/confluence.atlassian.conmyadminjiracloud/configuring-projects-776636280.html

HM #69

You need to identify issues that meet both conditions:

* Tom set the priority value to "Highest" sometime this month.
* The priority value may or may not be "Highest" now.
Which JQL query returns the expected results?

e A priority was Highest by tom and (priority = Highest by tom after startOfMonth() or priority != Highest)

¢ B. priority was Highest by tom during (startOfMonth(), endOfMonth()) and priority = Highest or priority !
= Highest

e C. priority was Highest by tom after startOfMonth()

e D. priority changed to Highest by tom before endOfMonth()

Ef#: C

R :

To find issues where Tom set theprioritytoHighestduring the current month, regardless of the current priority value, the JQL query
nmust use theWASoperator to check the historical priority value and theBYclause to specify the user (Tom), along with a time range
for the current month. The correct query ispriority was Highest by tom after startOfMonth()(Option B).

* Explanation of the Correct Answer (Option B):

* The conditionTom set the priority value to "Highest" sometime this monthrequires checking the issue's change history for
thepriorityfield. TheWASoperator checks ifa field had a specific value at some point, and theBYclause filters for changes made by a
spectific user (Tom). Theafter startOfMonth()clause ensures the change occurred within the current month (from the first day of the
month to the present).

* The conditionthe priority value may or may not be "Highest" nowmeans the query should not filter based on the current priority
value, whichOption Beorrectly avoids by not including a current-state condition (e.g,,priority = Highest).

* The querypriority was Highest by tom after startOfMonth()returns issues where Tom changed the priority toHighestafter the start
of'the current month, satisfying both conditions.

* Exact Extract from Documentation:

Advanced searching - operators reference

TheWASoperator checks ifa field had a specific value at some point in the issue's history.

* priority was Highest by tom after startOfMonth() returns issues where thepriorityfield was set toHighestby the usertomafter the
start of the current month.Note: TheWASoperator does not check the current field value, only historical values. Useafterto specify a
time range.(Source: Atlassian Support Documentation, "Advanced searching - operators reference")

* Why This Fits: The query usesWASto check historical priority changes by Tom toHighestwithin the current month, without
restricting the current priority, making Option B the correct answer.

* Why Other Options Are Incorrect:

* priority changed to Highest by tom before endOfMonth() (Option A):

* TheCHANGEDoperator checks for transitions in field values, butbefore endOfMonth() includes all changes up to the end of the
current month, including past months, which is too broad. The query needs to limit changes to the current month (e.g.,after
startOfMonth()).

* Extract from Documentation:

TheCHANGEDoperator requiresFROMandTOclauses for specific transitions.before endOfMonth() includes all prior changes, not
Just the current month.

(Source: Atlassian Support Documentation, "Advanced searching - operators reference')

* priority was Highest by tom during (startOfMonth(), endOfMonth()) and priority = Highest or priority != Highest (Option C):

* Theduring (startOfMonth(), endOfMonth())clause is valid for time ranges, but the additional conditionpriority = Highest or priority
!=Highestis redundant and always true (it includes all issues). However,durings less precise thanafter startOfMonth(), as it may
exclude changes on the last day of the month depending on timezone handling. This makes the query less optimal.

* Extract from Documentation:

Theduringclause defines a time range but may have edge cases with end dates.after startOfMonth()is simpler for current-month



filtering,

(Source: Atlassian Support Documentation, "Advanced searching - operators reference")

* priority was Highest by tom and (priority = Highest by tom after startOfMonth() or priority != Highest) (Option D):

* The clausepriority = Highest by tom after startOfMonth()is invalid, as theBYclause cannot be used with current-state conditions
likepriority = Highest. TheWASoperator already covers the historical change, and the additionalor priority != Highestis unnecessary
and complicates the query.

* Extract from Documentation:

TheBYclause is used withWASorCHANGED, not with current-state conditions likepriority = Highest.

(Source: Atlassian Support Documentation, "Advanced searching - operators reference")

* Additional Notes:

* The query assumesHighestis a valid priority value (check inSettings > Issues > Priorities).

* The query can be tested inlssues > Search for issuesand saved as a filter.

* Ensure Tom's user account is correctly referenced (e.g., username or user ID) and that the user running the query hasBrowse
Projectspermission.

Atlassian Support Documentation:Advanced searching - operators reference Atlassian Support Documentation:Advanced searching
- fields reference Atlassian Support Documentation:Search for issues using JQL

HR #70

Your Jira support project has allowed anonymous customers to create issues through an incoming mail handler for some time.

In order to enhance efficiency, your project manager has inquired about the possibility of allowing anonymous users to also create
issues using Jira instead of the mail handler, but without allowing flrther access or need of a license.

Which two actions will let you meet the requirement? (Choose two.)

A. Ensure that the Reporter is not required in the project's field configuration scheme.

B. Add Group Anyone to the Create Issues permission in the project's permission scheme.

C. Ensure that the Jira mode in the general configuration has been set to Public.

D. Add Group Anyone to the Browse Projects permission in the project's permission scheme.

E. Create an issue security scheme with a default level allowing only licensed Jira users to access issues.

IEf#: C. D

"R #7

Your Jira cloud instance has hundreds of projects which are used only by the development team at your organization.
All projects share a single permission scheme New business requirements state:

* Customer support staff at your organization need to view all issues in all projects

* They also need to share filters with other users

* They should not be granted too much access

Identify the appropriate way to configure customer support staff'in Jira (Choose one)

A. As a security level

B. As a new project role

C. With an approved domain
D. With the Trusted role

E. As a new group

IEf#E: A

R #72
Two users have access to the same filter and see the same issues in a company-managed project. One of them can performa bulk
operation to watch issues in the filter, but the other user cannot. What should you investigate?

A. Product access

B. Default user preferences
C. Project permissions

D. Project roles

E. Groups



EM: C
s

The scenario describes two users who can view the same issues in a filter (indicating they have theBrowse Projectspermission), but
only one can performa bulk operation towatchissues. The ability to watch issues is controlled by theView Issue
WatchersandManage Watcher Listpermissions in the project's permission scheme. Therefore, you should investigateproject
permissions(Option A).

* Explanation of the Correct Answer (Option A):

* Performing a bulk operation to watch issues requires theManage Watcher Listpermission, which allows users to add themselves or
others as watchers to an issue. Since both users can see the issues (via the filter), they likely have theBrowse Projectspermission, but
the user who cannot perform the bulk operation may lack theManage Watcher Listpermission.

* Exact Extract from Documentation:

Manage Watcher List permission

TheManage Watcher Listpermission allows users to add or remove watchers from an issue, including via bulk operations. This
permission is granted via the project's permission scheme.

Note: To view the watcher list, users also need theView Issue Watcherspermission. Both permissions are required to perform
actions like bulk watching issues.

To check permissions:

* Go toProject settings > Permissions.

* Review theManage Watcher Listand View Issue Watcherspermissions to see which users, groups, or roles have them (Source:
Atlassian Support Documentation, "Manage permissions in Jira Cloud")

* Why This Fits: The difference in the users' ability to perform the bulk watch operation is most likely due to a difference in
therManage Watcher Listpermission, which is defined in the project's permission scheme. Investigating project permissions will
reveal whether the second user lacks this permission.

* Why Other Options Are Incorrect:

* Product access (Option B):

* Product access determines whether users can use Jira Software. Both users can view the filter and issues, indicating they have
product access. Product access does not control specific permissions like managing watchers.

* Extract from Documentation:

Manage product access

Product access grants users the ability to use Jira products. Specific actions, like managng watchers, are controlled by project or
global permissions, not product access.

(Source: Atlassian Support Documentation, "Manage product access")

* Groups (Option C):

* Groups may be used in permission schemes to grant permissions, but the root cause is the permission itself, not the group
membership. Investigating groups might be a secondary step after checking project permissions, butproject permissionsis the more
direct answer.

* Extract from Documentation:

Groups are used in permission schemes to grant permissions to multiple users. To determine why a user lacks a permission, check
the permission scheme first, then verify group membership if relevant.

(Source: Atlassian Support Documentation, "Manage groups')

* Default user preferences (Option D):

* Default user preferences (e.g., notification settings) control whether a user receives notifications for watched issues, not their ability
to watch issues. The issue is about performing a bulk operation, not receiving notifications.

* Extract from Documentation:

Manage user preferences

Users can manage their notification preferences inPersonal settings > Email notifications. These settings affect notification delivery,
not the ability to perform actions like watching issues.

(Source: Atlassian Support Documentation, "Manage your Jira notification emails”)

* Project roles (Option E):

* Project roles are used in permission schemes to grant permissions. Like groups, roles are a means to assign permissions, but the
issue lies in the permission itself (Manage Watcher List). Investigating project permissions directly addresses the root cause.

* Extract from Documentation:

Project roles are used in permission schemes to grant permissions likeManage Watcher List. Check the permission scheme to
identify the root cause of permission differences.

(Source: Atlassian Support Documentation, "Manage project roles")

* Additional Notes:

* Both users can see the filter and issues, so they likely have theBrowse Projectspermission. The difference in their ability to perform
the bulk watch operation points to theManage Watcher List permission, which should be checked inProject settings > Permissions.
* Ifthe permission is granted to a group or role, verify the users' membership in those groups or roles as a follow-up step.



Atlassian Support DocumentationManage permissions in Jira Cloud
Atlassian Support Documentation;Manage product access

Atlassian Support DocumentationManage groups

Atlassian Support DocumentationManage your Jira notification emails
Atlassian Support Documentation;Manage project roles
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