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최신 Fortinet Certified Professional Security Operations NSE7_SOC_AR-7.6
무료샘플문제 (Q52-Q57):
질문  # 52 
Which three factors does the FortiSIEM rules engine use to determine the count when it evaluates the aggregate condition COUNT
(Matched Events) on a specific subpattern? (Choose three answers)

A. Search filter
B. Time window
C. Group By attributes
D. Data source
E. Incident action

정답：A,B,C

설명：
Comprehensive and Detailed Explanation From FortiSOAR 7.6., FortiSIEM 7.3 Exact Extract study guide:
The FortiSIEM rules engine evaluates subpatterns to detect complex attack behaviors. When a rule uses an aggregate condition
likeCOUNT (Matched Events), the engine calculates this value based on specific architectural parameters:
* Group By attributes (A):The engine maintains a separate counter for each unique combination of
"Group By" attributes defined in the subpattern. For example, if you group by "Source IP," the engine tracks the count of events
foreachunique IP address independently.
* Time window (C):The count is relative to a specific time duration (e.g., 5 minutes). The engine only counts events that fall within
this sliding or fixed window. Once an event falls outside this window, it is no longer included in the aggregate count.
* Search filter (D):Only events that satisfy the specific "Search Filter" criteria (e.g., Event Type = "Failed Login") are considered
"Matched Events." The filter defines the scope of the data that the rules engine processes before applying the count.
Why other options are incorrect:
* Data source (B):While the data source determines where the logs come from, the rules engine itself uses the parsed attributes
(defined in the search filter) rather than the raw data source to determine the count.
Multiple data sources might contribute to the same filter and count.
* Incident action (E):Incident actions (such as sending an email or triggering a SOAR playbook) are theresultof a rule firing. They do
not influence the internal logic or calculation of the event count during the evaluation phase.

질문  # 53 
Refer to the exhibits.
You configured a spearphishing event handler and the associated rule. However. FortiAnalyzer did not generate an event.
When you check the FortiAnalyzer log viewer, you confirm that FortiSandbox forwarded the appropriate logs, as shown in the raw
log exhibit.
What configuration must you change on FortiAnalyzer in order for FortiAnalyzer to generate an event?

A. Configure a FortiSandbox data selector and add it tothe event handler.
B. In the Log Filter by Text field, type the value: .5 ub t ype ma Iwa re..
C. In the Log Type field, change the selection to AntiVirus Log(malware).
D. Change trigger condition by selecting. Within a group, the log field Malware Kame (mname> has 2 or more unique values.

정답：A

설명：
* Understanding the Event Handler Configuration:
* The event handler is set up to detect specific security incidents, such as spearphishing, based on logs forwarded from other
Fortinet products like FortiSandbox.
* An event handler includes rules that define the conditions under which an event should be triggered.
* Analyzing the Current Configuration:
* The current event handler is named "Spearphishing handler" with a rule titled "Spearphishing Rule 1".
* The log viewer shows that logs are being forwarded by FortiSandbox but no events are generated by FortiAnalyzer.
* Key Components of Event Handling:
* Log Type: Determines which type of logs will trigger the event handler.
* Data Selector: Specifies the criteria that logs must meet to trigger an event.
* Automation Stitch: Optional actions that can be triggered when an event occurs.
* Notifications: Defines how alerts are communicated when an event is detected.



* Issue Identification:
* Since FortiSandbox logs are correctly forwarded but no event is generated, the issue likely lies in the data selector configuration or
log type matching.
* The data selector must be configured to include logs forwarded by FortiSandbox.
* Solution:
* B. Configure a FortiSandbox data selector and add it to the event handler:
* By configuring a data selector specifically for FortiSandbox logs and adding it to the event handler, FortiAnalyzer can accurately
identify and trigger events based on the forwarded logs.
* Steps to Implement the Solution:
* Step 1: Go to the Event Handler settings in FortiAnalyzer.
* Step 2: Add a new data selector that includes criteria matching the logs forwarded by FortiSandbox (e.g., log subtype, malware
detection details).
* Step 3: Link this data selector to the existing spearphishing event handler.
* Step 4: Save the configuration and test to ensure events are now being generated.
* Conclusion:
* The correct configuration of a FortiSandbox data selector within the event handler ensures that FortiAnalyzer can generate events
based on relevant logs.
Fortinet Documentation on Event Handlers and Data Selectors FortiAnalyzer Event Handlers Fortinet Knowledge Base for
Configuring Data Selectors FortiAnalyzer Data Selectors By configuring a FortiSandbox data selector and adding it to the event
handler, FortiAnalyzer will be able to accurately generate events based on the appropriate logs.

질문  # 54 
When you use a manual trigger to save user input as a variable, what is the correct Jinja expression to reference the variable?
(Choose one answer)

A. {{ vars.item.<variable_name> }}
B. {{ globalVars.<variable_name> }}
C. {{ vars.steps.<variable_name> }}
D. {{ vars.input.params.<variable_name> }}

정답：D

설명：
Comprehensive and Detailed Explanation From FortiSOAR 7.6., FortiSIEM 7.3 Exact Extract study guide:
InFortiSOAR 7.6, the playbook engine utilizes Jinja2 expressions to handle dynamic data. When a playbook is configured with
aManual Trigger, the administrator can define input fields (such as text, picklists, or checkboxes) that an analyst must fill out when
executing the playbook from a record.
* Input Parameter Mapping:Any data entered by the user during this manual trigger phase is automatically mapped to the
input.params dictionary within the vars object. Therefore, the syntax to retrieve a specific input value is {{
vars.input.params.variable_name }}.
* Scope of Variables:This specific path ensures that the variable is pulled from the initial user input rather than from the output of a
subsequent step (vars.steps) or a globally defined variable (globalVars).

질문  # 55 
Refer to the exhibits.



How is the investigation and remediation output generated on FortiSIEM? (Choose one answer)

A. By exporting an incident
B. By using FortiAI to summarize the incident
C. By running an incident report
D. By viewing the Context tab of an incident

정답：B

설명：
Comprehensive and Detailed Explanation From FortiSOAR 7.6., FortiSIEM 7.3 Exact Extract study guide:
InFortiSIEM 7.3, a key innovation is the integration ofFortiAI, which provides generative AI capabilities to assist SOC analysts
during the triage and response process.
* Generative AI Summary:When an incident occurs, FortiAI can automatically analyze the underlying logs, correlation logic, and
MITRE ATT&CK techniques (such as "Exfiltration Over Alternative Protocol" shown in the exhibit) to generate a human-readable
summary.
* Structured Output:The output displayed in the exhibit-specifically the categorizedInvestigation Actions (identifying affected
systems, analyzing traffic) andRemediation Actions(immediate containment, patching, user training)-is the typical result of a FortiAI
summary request.
* Analyst Efficiency:This feature is designed to reduce the "mean time to respond" (MTTR) by providing analysts with immediate,
actionable steps without requiring them to manually piece together the recommended response plan from static documentation or
disparate log views.
Why other options are incorrect:
* Exporting an incident (A):Exporting an incident typically results in a raw data file (CSV/JSON/PDF) containing the log data and
metadata, rather than an AI-generated strategic plan for investigation and remediation.
* Running an incident report (B):Standard incident reports provide statistical and historical data about incidents over time. They do
not dynamically generate specific, numbered investigation steps tailored to the unique context of a single live incident.
* Context tab (D):The Context tab in FortiSIEM is primarily used to view theCMDBinformation of the involved assets (e.g., host
details, owner, location) and related historical events. While it provides thedataneeded for an investigation, it does not provide thelist
of actionsto take.

질문  # 56 
Refer to the exhibit.
Assume that all devices in the FortiAnalyzer Fabric are shown in the image.
Which two statements about the FortiAnalyzer Fabric deployment are true? (Choose two.)

A. There is no collector in the topology.
B. FortiGate-B1 and FortiGate-B2 are in a Security Fabric.



C. FAZ-SiteA has two ADOMs enabled.
D. All FortiGate devices are directly registered to the supervisor.

정답：B,C

설명：
* Understanding the FortiAnalyzer Fabric:
* The FortiAnalyzer Fabric provides centralized log collection, analysis, and reporting for connected FortiGate devices.
* Devices in a FortiAnalyzer Fabric can be organized into different Administrative Domains (ADOMs) to separate logs and
management.
* Analyzing the Exhibit:
* FAZ-SiteAandFAZ-SiteBare FortiAnalyzer devices in the fabric.
* FortiGate-B1andFortiGate-B2are shown under theSite-B-Fabric, indicating they are part of the same Security Fabric.
* FAZ-SiteAhas multiple entries under it:SiteAandMSSP-Local, suggesting multiple ADOMs are enabled.
* Evaluating the Options:
* Option A:FortiGate-B1 and FortiGate-B2 are underSite-B-Fabric, indicating they are indeed part of the same Security Fabric.
* Option B:The presence of FAZ-SiteA and FAZ-SiteB as FortiAnalyzers does not preclude the existence of collectors. However,
there is no explicit mention of a separate collector role in the exhibit.
* Option C:Not all FortiGate devices are directly registered to the supervisor. The exhibit shows hierarchical organization under
different sites and ADOMs.
* Option D:The multiple entries underFAZ-SiteA(SiteA and MSSP-Local) indicate that FAZ-SiteA has two ADOMs enabled.
* Conclusion:
* FortiGate-B1 and FortiGate-B2 are in a Security Fabric.
* FAZ-SiteA has two ADOMs enabled.
References:
Fortinet Documentation on FortiAnalyzer Fabric Topology and ADOM Configuration.
Best Practices for Security Fabric Deployment with FortiAnalyzer.

질문  # 57
......
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