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HMA #50
An IT organization has seen a surge of ransomware and Trojan horse attacks recently.
Which action should the security team recommend to protect the IT infrastructure from commodity malware threats?

e A Installing a firewall to identify malicious traffic
¢ B. Installing endpoint protection software
¢ C. Rerouting suspicious comnumnications to a remote machine
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¢ D. Implementing a two- factor authentication system
E&E: B
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The correct answer is D - Installing endpoint protection software.

WGU Cybersecurity Architecture and Engineering (KFO1 / D488) teaches that endpoint protection (including antivirus, anti-
malware, and endpoint detection and response) is critical for detecting,blocking, and removing commodity malware like ransormware
and Trojans.

Firewalls (A) help with perimeter security but don't directly block malware on endpoints. Rerouting communications (B) is not a
standard protection method. Two-factor authentication (C) secures logins but does not protect systems from malware infection.
Reference Extract from Study Guide:

"Endpoint protection software defends individual systens against malware threats by detecting, blocking, and removing malicious
files and processes."

- WGU Cybersecurity Architecture and Engineering (KFO1 / D488), Endpoint Security Solutions

HM #51

A software development company is concerned about the potential risks associated with exploits that target vulnerabilities in the
Linux operating system used by the company's servers. The company has decided to implement hardening techniques and endpoint
security controls to mitigate the risk.

‘Which hardening technique will meet the needs of this company?

A. Tmplementing shell restrictions

B. Enforcing strict access control policies for all users

C. Conducting regular security assessments and penetration testing

D. Implementing a host-based intrusion detection and prevention system
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The correct answer is C - Implementing shell restrictions.

According to WGU Cybersecurity Architecture and Engineering (KFO1 / D488), shell restrictions on Linux systems can prevent
users (or attackers) from executing unauthorized commands, significantly reducing the exploitation risk on Linux servers.

Host-based IDPS (A) detects attacks but does not directly harden the OS. Access control (B) andassessments

/penetration testing (D) are important but do not focus specifically on securing the Linux shell environment.

Reference Extract from Study Guide:

"Implementing shell restrictions on Linux systems minimizes the attack surface by limiting the ability of users and processes to execute
unauthorized commands."

- WGU Cybersecurity Architecture and Engineering (KFO1 / D488), Linux System Hardening Techniques

E R #52

An IT organization has recently implemented a hybrid cloud deployment. The server team is deploying a new set of domain-joined
Windows servers on cloud-based virtual machines. Users must be able to use their Active Directory credentials to sign in to
applications regardless of whether they are running on Windows servers in the cloud or on-premises.

Which solution should be implemented to meet the requirements?

A. Two-step verification

B. Privileged identity management

C. Challenge-Handshake Authentication Protocol (CHAP)
D. Identity federation

IEf@E: D
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The correct answer is D - Identity federation.

WGU Cybersecurity Architecture and Engineering (KFO1 / D488) details that identity federation enables users to authenticate using
the same credentials across multiple systems and platforns, including hybrid cloud and on-premises environments. Federation
facilitates Single Sign-On (SSO) and seamless authentication.

Two-step verification (A) improves authentication strength but does not federate identities. CHAP (B) is an old protocol for PPP



connections. Privileged identity management (C) manages high-privilege accounts, not general user access across domains.
Reference Extract from Study Guide:

"Identity federation allows for seamless authentication across on-premises and cloud environments by trusting external identity
providers, supporting Single Sign-On (SSO) and hybrid deployments."

- WGU Cybersecurity Architecture and Engineering (KFO1 / D488), Federation and Identity Management Concepts

P #53
Which is true about access rights?

A. They are part of the System Development Life Cycle.
B. They require the use of a compiler.

C. They limit users to permitted iterrs.

D. They are defined by the machine language.

Ef#: C
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Access rights are critical components of access control mechanisis in information security. They specify what actions users or
systers can perform on specific resources, limiting them to only permitted items.

Definition: Access rights, also known as permissions, are rules that define the allowed actions on a resource (e.

g, read, write, execute).

Implementation: Access rights are typically implemented using Access Control Lists (ACLs), Role-Based Access Control (RBAC),
or other access control models.

Purpose: The main goal is to enforce the principle of least privilege, ensuring that users can only access the resources necessary for
their role.

References

NIST Special Publication 800-53

ISO/IEC 27001:2013

"Computer Security: Principles and Practice" by William Stallings

B #54
Which block cipher mode of operation for encrypting data is simple and efficient and provides no confidentiality beyond that of the
underlying block cipher?

A. Electronic codebook (ECB)
B. Output feedback (OFB)

C. Counter (CTR)

D. Cipher block chaming (CBC)

EE: A

R

The correct answer is A - Electronic codebook (ECB).

According to WGU Cybersecurity Architecture and Engineering (KFO1 / D488), ECB mode is the simplest and most basic mode
of operation for block ciphers. It encrypts each block of plaintext independently with the same key, but identical plaintext blocks
produce identical ciphertext blocks, providing no additional confidentiality beyond the block cipher itself and making patterns visible.
CBC (B), CTR (C), and OFB (D) are more secure and avoid patterns.

Reference Extract from Study Guide:

"Electronic Codebook (ECB) mode encrypts each block independently and is simple but reveals patterns when identical plaintext
blocks occur, thus offering minimal confidentiality beyond the underlying cipher."

- WGU Cybersecurity Architecture and Engineering (KFO1 / D488), Block Cipher Modes of Operation

B #55

Cybersecurity- Architecture-and-Engineering® Bl 2= H T D F & . HES DR KROBER ERBCRRE N EEAHL &
¥ . Cybersecurity-Architecture-and- Engineeringti it ik B 1d . BROBE AT 2 - ORE L2 BRE £ VEH %



YowEn D ET. 10ENEOTE I & Y. 23D Cybersecurity- Architecture-and- Engineering b L — = > 7 &%}
. ERATROVESHREBSN., FEOHMC %Y 2L 2. Cybersecurity- Architecture-and- Engineering# #5858 D 5t
HEFHFCBEOT, 7002 ) — b5 BELHER YA — PRI THET, bIhel BT S,
Cybersecurity- Architecture-and-Engineering®# & = > ¥ > OBEANE BB T 2 L dH D F H A !

Cybersecurity-Architecture-and-Engineering & #% % #} : https/jp.fast2test.com/Cybersecurity- Architecture-and- Engineering-
premium-file. html

BEBE T ICRIIL 124 BHD 4 —)v 7 N L & T H#E W Cybersecurity- Architecture-and- Engineerings &% [ 8 4
#KX 7 >uo—NTE&Z% 7. Cybersecurity-Architecture-and- Engineeringi B I FE % B\ L 724%. Cybersecurity-
Architecture-and-Engineeringid 5% b L > b 2% B L. R tFE. REERE. FECERX T3 KMz &L T
72 T4+ WGU Cybersecurity- Architecture-and-Engineeringfi58 757k M WIRE B O VERDH Y A BHE
&L OMHEERL. AH0DWGU Cybersecurity- Architecture-and- Engineeringid B ¢ D RfE# R O e h 2 H o
3 Ry —)LT¥. Cybersecurity-Architecture-and- Engineeringi® Al ;A BR (2 A# 4 2 C L 3O A DH L 2 BiL I &
WL CEBEOAREZIANE] S C & & [FL T3 WGU Cybersecurity- Architecture-and- Engineering & #% & 4 4 B6
OFLORKRRICTEBCHANL THSEFONREEBH/L., DLIORAIZED S DCRBL & 377

HZEMEELEE. —BONMFETEAL. Lol bEsv I zsz0vEmy., BRREHET 2 &
IR ol BEBEIILVGICRIIL 248, HHD x—) 7 N L R TH$E W Cybersecurity- Architecture-and-
EngineerngiA BRI EE KX 7> o —FT& £ 7,

kB D ¥EH 5 ¥ -1 1 D Cybersecurity-Architecture-and-Engineering % 58
J ¥ 8- = — 7 % Cybersecurity-Architecture-and-Engineering & # &
*

Cybersecurity- Architecture-and-Engineeringsl X I #E % B\ L 724% . Cybersecurity- Architecture-and- Engineeringil B +~ L >~

PEEEL. ECMAFE. ZEAE. ¥BCHEET 220 CHFEH2 BRI LUTYT. BUBREEFA VL OLE
BHY EEA EREL LV ZLOMBEEBRL . XZDWGU Cybersecurity- Architecture-and- Engineeringst & T @
FEzHOBNIERDZROY —VTT,

Cybersecurity- Architecture-and-Engineerings® sE iR BR (2 AA% 2 C L G MhOHA O H L 4R A% L TEHEO &R &
ZIANERBZIELHLTT.

e Cybersecurity- Architecture-and- Engineeringsf B Xt its | Cybersecurity- Architecture-and-EngineeringH A&5BRR 4 > 7" v
[J Cybersecurity- Architecture-and- Engineeringt #t € — K [ = www.mogiexam.com U BEIL . (
Cybersecurity- Architecture-and-Engineering ) ##Z&E L CHERTX v > o —F L T < 72 & Ly Cybersecurity-
Architecture-and- Engineering’s? B x7 5% f st 4

o Cybersecurity- Architecture-and-Engineerings% B x$ 5 [ Cybersecurity- Architecture-and-Engineering” 7 > 7 —3 =
> [ Cybersecurity- Architecture-and- Engineerings2 B xf %8 (1 ( www.goshiken.com ) &+ > Cybersecurity-
Architecture-and-Engineering <% R X 7 > o — F 4 3 D HIE % 4 1 b T 3 Cybersecurity- Architecture-and-
Engineering#f & i &

o H¥ -2 = — 7 % Cybersecurity- Architecture-and- Engineeringfiti 5 77 V2 34 5% - 54 5% O Y 5 77 ¥ Cybersecurity-
Architecture-and-Engineering & #% 2k} [ 5 [ BR 12 #&6L © i 2 2 = Cybersecurity- Architecture-and-Engineering [

O A 5% & (& > www.shikenpass.com <4 1 | T 182 Cybersecurity- Architecture-and- Engineering H 458 iR 4 > 7" )v

e Cybersecurity- Architecture-and-Engineering2 5# Xt 38 || Cybersecurity- Architecture-and- Engineerings® 5 % #% [
Cybersecurity- Architecture-and-Engineering” 7 > 7 —3 a3 > [J [ Cybersecurity-Architecture-and-Engineering | %
R TK v v o — Fe www.goshikencom (17 = 7% A b # AN J17 % 72 1F Cybersecurity- Architecture-and-
Enginceringh #t A 5t 55

* 100% & #% 2 ® WGU Cybersecurity- Architecture-and- Engineering® 58 752 - &4 A 4 — X Cybersecurity-
Architecture-and- Engineering & 4% % %} | IE R i % Cybersecurity- Architecture-and- Engineeringi& 4% BUE 3% e (1 44
< wm www.passtest.jp [ = Cybersecurity- Architecture-and- Engineering (11 # &L . ERTKL 7> m—FL
T £ 72 & v Cybersecurity- Architecture-and- Engineering H 4 38 3 B % #R

o G # v» WGU Cybersecurity- Architecture-and-Engineering | %15 ] % Cybersecurity- Architecture-and- Engineeringfi 58 75
B | 35RO BE M5 771 WGU Cybersecurity Architecture and Engineering (KFO1/D488) & # & kL 1 {
www.goshiken.com } % B v» T > Cybersecurity- Architecture-and-Engineering < 2 # & L « sAB& R ¢ R KX 7 >
o — F L T < 72 & »»Cybersecurity- Architecture-and- Engineering% 7 [ 78

e Cybersecurity-Architecture-and-Engineering H A< 7& s B 15 ¥R [ Cybersecurity- Architecture-and-Engineering 7 7 >
7 —¥ 3 ¥ [ Cybersecurity- Architecture-and- Engineeringst B x4 it [1= jp.fast2test.com < = Cybersecurity-
Architecture-and-Engineering [ 1% & L T B X 7> n— FL T £ # & \» Cybersecurity- Architecture-and-
Engineerings% 5% X 5%

o /A /8 Z L — b O Cybersecurity- Architecture-and- Engineeringfifi 58 77 ¥ 5% BR - 3R B O Y& 45 7 ¥E- R R I &2


https://www.xhs1991.com/Cybersecurity-Architecture-and-Engineering.html
https://jp.fast2test.com/Cybersecurity-Architecture-and-Engineering-premium-file.html
https://www.passtest.jp/Cybersecurity-Architecture-and-Engineering-exam.html
https://www.mogiexam.com/Cybersecurity-Architecture-and-Engineering-exam.html
https://www.pdc.edu/?URL=https%253a%252f%252fjp.fast2test.com%252fCybersecurity-Architecture-and-Engineering-premium-file.html
https://www.shikenpass.com/Cybersecurity-Architecture-and-Engineering-shiken.html
https://www.northwestu.edu/?URL=https%253a%252f%252fjp.fast2test.com%252fCybersecurity-Architecture-and-Engineering-premium-file.html
https://www.passtest.jp/Cybersecurity-Architecture-and-Engineering-exam.html
https://bbs.pku.edu.cn/v2/jump-to.php?url=https%253a%252f%252fjp.fast2test.com%252fCybersecurity-Architecture-and-Engineering-premium-file.html
https://jp.fast2test.com/Cybersecurity-Architecture-and-Engineering-premium-file.html

Cybersecurity- Architecture-and- Engineering & #5 % &+ (| w» www.goshiken.com [14 1 | T w Cybersecurity-
Architecture-and-Engineering [0 37 Fi %8 43 2 % Cybersecurity- Architecture-and-EngineeringH A5BRR 4 > 7" v
Cybersecurity- Architecture-and- Engineerings 5% (5 BE £ || Cybersecurity- Architecture-and- Engineering 5% 4 58 18 2
i [ Cybersecurity- Architecture-and-Engineering) > 27 7 v —/3)v [ 44 < ] www.japancert.com 1T (
Cybersecurity- Architecture-and-Engineering ) ##&Z& L . BB TX v > o —F L T < 2 & vy Cybersecurity-
Architecture-and-EngineeringH A 3B R 4 > 7" )v

A 78 Z L — b WGU Cybersecurity- Architecture-and- Engineering# 58 77 ¥% & EEM K} - {586 T & % Cybersecurity-
Architecture-and-Engineering& 4% &k} [ [ www.goshiken.com [ 14 4 k12 T £ = Cybersecurity- Architecture-and-
Engineering (1111 fE£E % X 7 > 1 — K Cybersecurity- Architecture-and- Engineering & #% X 5%

% F 1) % Cybersecurity- Architecture-and- Engineering®1 58 77 72 - & #% A 4 — X Cybersecurity- Architecture-and-
Engineering&#% &kl | Z B % Cybersecurity- Architecture-and- Engineering¥ #% BX /5 5% B [ Open Web# A | we
www.jpexam.com [ #&Z ( Cybersecurity- Architecture-and- Engineering ) ¥l 7 > o — F Cybersecurity-
Architecture-and- Engineering & #% % 5%

myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal. utt.edu.tt,
myportalutt.edu.tt, myportal.utt.edu.tt, www.stes.tyc.edu.tw, www.stes.tyc.edu.tw, issuu.com, myportalutt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, www.stes.tyc.edu.tw, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportal.utt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt, myportalutt.edu.tt, myportal.utt.edu.tt, myportal.utt.edu.tt,
www.stes.tyc.edu.tw, Disposable vapes


http://www.ercsv.org/?s=%25e3%2583%258f%25e3%2582%25a4%25e3%2583%2591%25e3%2582%25b9%25e3%2583%25ac%25e3%2583%25bc%25e3%2583%2588%25e3%2581%25aeCybersecurity-Architecture-and-Engineering%25e5%258b%2589%25e5%25bc%25b7%25e6%2596%25b9%25e6%25b3%2595%25e8%25a9%25a6%25e9%25a8%2593-%25e8%25a9%25a6%25e9%25a8%2593%25e3%2581%25ae%25e6%25ba%2596%25e5%2582%2599%25e6%2596%25b9%25e6%25b3%2595-%25e5%258a%25b9%25e7%258e%2587%25e7%259a%2584%25e3%2581%25aaCybersecurity-Architecture-and-Engineering%25e5%2590%2588%25e6%25a0%25bc%25e8%25b3%2587%25e6%2596%2599%20%25f0%259f%2594%2585%20%25e2%259e%25a5%20www.goshiken.com%20%25f0%259f%25a1%2584%25e3%2582%25b5%25e3%2582%25a4%25e3%2583%2588%25e3%2581%25a7%25e2%259e%25a0%20Cybersecurity-Architecture-and-Engineering%20%25f0%259f%25a0%25b0%25e3%2581%25ae%25e6%259c%2580%25e6%2596%25b0%25e5%2595%258f%25e9%25a1%258c%25e3%2581%258c%25e4%25bd%25bf%25e3%2581%2588%25e3%2582%258bCybersecurity-Architecture-and-Engineering%25e6%2597%25a5%25e6%259c%25ac%25e8%25aa%259e%25e7%2589%2588%25e3%2582%25b5%25e3%2583%25b3%25e3%2583%2597%25e3%2583%25ab
https://www.japancert.com/Cybersecurity-Architecture-and-Engineering.html
https://tm-irc.org/?s=%25e3%2583%258f%25e3%2582%25a4%25e3%2583%2591%25e3%2582%25b9%25e3%2583%25ac%25e3%2583%25bc%25e3%2583%2588WGU%20Cybersecurity-Architecture-and-Engineering%25e5%258b%2589%25e5%25bc%25b7%25e6%2596%25b9%25e6%25b3%2595%20%25e3%2581%25af%25e4%25b8%25bb%25e8%25a6%2581%25e6%259d%2590%25e6%2596%2599%20-%20%25e4%25bf%25a1%25e9%25a0%25bc%25e3%2581%25a7%25e3%2581%258d%25e3%2582%258bCybersecurity-Architecture-and-Engineering%25e5%2590%2588%25e6%25a0%25bc%25e8%25b3%2587%25e6%2596%2599%20%25f0%259f%2594%25b8%20%25e2%258f%25a9%20www.goshiken.com%20%25e2%258f%25aa%25e3%2582%25b5%25e3%2582%25a4%25e3%2583%2588%25e3%2581%25ab%25e3%2581%25a6%25e6%259c%2580%25e6%2596%25b0%25e2%259e%25a1%20Cybersecurity-Architecture-and-Engineering%20%25ef%25b8%258f%25e2%25ac%2585%25ef%25b8%258f%25e5%2595%258f%25e9%25a1%258c%25e9%259b%2586%25e3%2582%2592%25e3%2583%2580%25e3%2582%25a6%25e3%2583%25b3%25e3%2583%25ad%25e3%2583%25bc%25e3%2583%2589Cybersecurity-Architecture-and-Engineering%25e5%2590%2588%25e6%25a0%25bc%25e5%25af%25be%25e7%25ad%2596
https://www.jpexam.com/Cybersecurity-Architecture-and-Engineering_exam.html
https://myportal.utt.edu.tt/ICS/icsfs/3b0c6082-da1c-48bc-9e51-d46d94bfa391.pdf?target=a8029ed2-c5fb-46f5-a4e3-673946d883a5
https://myportal.utt.edu.tt/ICS/icsfs/5d7b8efe-5a49-41d0-be49-552cf15d8089.pdf?target=86d49029-a17b-4df9-b14d-f5ce188704f3
https://myportal.utt.edu.tt/ICS/icsfs/5e4daa85-abaa-43e2-826b-d8fb133beb35.pdf?target=addb1ded-9d66-4687-bb46-36d099179b56
https://myportal.utt.edu.tt/ICS/icsfs/63909f40-0c83-4293-bfa4-7625ec4cbd5a.pdf?target=0565c94c-41e6-4403-a935-15ae9970e842
https://myportal.utt.edu.tt/ICS/icsfs/822c33c4-c3ae-4e48-9ecc-eacf1a57a7e8.pdf?target=b6dedad9-2949-493c-acac-519def639c10
https://myportal.utt.edu.tt/ICS/icsfs/95e5614a-73fc-4278-b825-0db72342ef06.pdf?target=dacc17d2-ce43-4699-b56c-6831705e86c3
https://myportal.utt.edu.tt/ICS/icsfs/d52938c2-81de-4444-960b-a844c6b48576.pdf?target=0cfca7c0-e769-4884-9958-fce4d143dc23
https://myportal.utt.edu.tt/ICS/icsfs/d7c95e72-3fa2-4cef-b0bb-fbc6e08f6ea3.pdf?target=f4589c7e-2105-46d9-9782-4c6b3c86c21e
https://myportal.utt.edu.tt/ICS/icsfs/e1df46cd-78cc-4ecb-a25b-59b151a05ee3.pdf?target=0a99930d-4f12-4ba9-a1e9-3b5a400f619b
https://myportal.utt.edu.tt/ICS/icsfs/eb1ec9fd-20f3-40df-8263-6341f339684b.pdf?target=213f2f78-d559-4add-8c72-c61888e1fad1
https://myportal.utt.edu.tt/ICS/icsfs/02a85136-a052-4670-b79c-60e76a9aa36c.pdf?target=d676be50-a6a1-4505-8c00-753b0c927ba2
https://myportal.utt.edu.tt/ICS/icsfs/1d983339-840c-4504-bdcd-9a0043bebfdf.pdf?target=5074c358-9a73-4009-b3a9-d77b2e9a45d4
https://myportal.utt.edu.tt/ICS/icsfs/2ec5525e-0e94-4ca2-bf1a-2003690b4709.pdf?target=deecfdfd-2b49-4831-9266-b54f4f863edc
https://myportal.utt.edu.tt/ICS/icsfs/690af1a6-aaa3-4132-bc3b-cb7936109e1b.pdf?target=dc737539-3f60-407e-8a66-122217a08bba
https://myportal.utt.edu.tt/ICS/icsfs/73ded476-de5a-46e6-ad44-221034042a94.pdf?target=7cfa2876-da38-4fc2-9133-f79c7cf84b0a
https://myportal.utt.edu.tt/ICS/icsfs/77fbd2dd-403d-4e37-8cce-9ad0c7dec78a.pdf?target=134c44fc-aa72-4876-870f-f125037f08d5
https://myportal.utt.edu.tt/ICS/icsfs/9a612511-7aae-48a5-a23a-1a6b1033e8d9.pdf?target=d3958d90-4c01-44c2-8d55-4d09798dbec1
https://myportal.utt.edu.tt/ICS/icsfs/a218e392-3ae7-451b-b2bd-bb1f28e4bd85.pdf?target=7c7379c8-d347-4c03-9d32-6fe4a8eb1be1
https://myportal.utt.edu.tt/ICS/icsfs/afacce3a-8661-4610-8018-d234c3cc3b7c.pdf?target=d7384bc8-b116-4504-a4c6-5fc64aae4958
https://myportal.utt.edu.tt/ICS/icsfs/ef35d93c-43e8-4b10-a1a5-bf790cf70913.pdf?target=e58aae0f-96d2-4009-890f-f324bd9918cc
http://www.stes.tyc.edu.tw/xoops/modules/profile/userinfo.php?uid=3874462
http://www.stes.tyc.edu.tw/xoops/modules/profile/userinfo.php?uid=3875908
https://issuu.com/dimanizrulez
https://myportal.utt.edu.tt/ICS/icsfs/04457dd6-5d9e-4e3a-887f-205eb87143e2.pdf?target=2be1595e-5c73-4e75-9215-d90ceb26b767
https://myportal.utt.edu.tt/ICS/icsfs/0aa9ed1e-e1be-4411-9589-44eac4cdc7dc.pdf?target=25461acd-814a-4c0a-902a-bc4140bc52a8
https://myportal.utt.edu.tt/ICS/icsfs/5e7dc69a-6760-4441-9369-ccf2f3d58102.pdf?target=79f7cc7e-793e-4e1a-b6db-c6d7ce113ffe
https://myportal.utt.edu.tt/ICS/icsfs/708c96d7-3481-4322-a102-1607d30ffc3b.pdf?target=08d6de9d-49bd-4053-a008-7a7ced84e587
https://myportal.utt.edu.tt/ICS/icsfs/8806f39b-6fa8-4045-a82f-a2590cc948ef.pdf?target=93440be8-ff54-4bbd-a3c0-343b04bad789
https://myportal.utt.edu.tt/ICS/icsfs/8cf39eb9-0eed-4a50-b1d0-b6f3b8c1a835.pdf?target=0ba95ff6-f221-4c12-b2d8-82274742f3c6
https://myportal.utt.edu.tt/ICS/icsfs/9bf2d6fc-9c80-4ac6-b841-0d06b99b1b6a.pdf?target=e205673f-a73e-4d7b-a158-f2c69608ac0f
https://myportal.utt.edu.tt/ICS/icsfs/9f08e7f7-1862-4a39-9705-e675671f352f.pdf?target=6e8bf517-3a1b-4446-9a92-958b2b9173ff
https://myportal.utt.edu.tt/ICS/icsfs/ed5cfc6d-7942-4c27-b626-6845bbef5663.pdf?target=a187fa11-a7f3-4ffe-b2f1-f32ee2da68a2
https://myportal.utt.edu.tt/ICS/icsfs/fbe35e88-f152-42b4-9720-a6d073d3e0a8.pdf?target=c9358a75-f9bc-4d07-8b52-293b36c40f43
http://www.stes.tyc.edu.tw/xoops/modules/profile/userinfo.php?uid=3874522
https://myportal.utt.edu.tt/ICS/icsfs/30c2063f-6f0f-4716-9e02-58d631e097d4.pdf?target=25f61a0a-a821-4382-88fb-ad702818bc41
https://myportal.utt.edu.tt/ICS/icsfs/5b835b08-5eeb-49be-af54-99438a9937f3.pdf?target=59ea2856-55de-402b-b617-eea962683702
https://myportal.utt.edu.tt/ICS/icsfs/6137945d-f4e9-4820-b5dd-26da566fb1fc.pdf?target=525de9af-9bf9-41de-b852-cd57dcb76141
https://myportal.utt.edu.tt/ICS/icsfs/65ea2785-39cc-483c-bb9b-cbcf9b6c02a0.pdf?target=ddaf81f3-2b4a-426f-b76c-92647f606688
https://myportal.utt.edu.tt/ICS/icsfs/669856b0-bbf5-4537-9958-2f01061acf15.pdf?target=a1122368-026a-40d4-9262-770b1f297765
https://myportal.utt.edu.tt/ICS/icsfs/71cc02b2-59dd-4bf6-8a35-7f863e687ee7.pdf?target=d076bc95-9554-42c4-9828-db6e94a5d5e8
https://myportal.utt.edu.tt/ICS/icsfs/797fd446-c41f-4d7e-bac3-b5290a29f867.pdf?target=5254e69c-2a7b-4b44-a8b3-c3c83169fb43
https://myportal.utt.edu.tt/ICS/icsfs/9368f65a-1341-4987-bbee-121368fc6a3a.pdf?target=1cb1f609-c5ac-4d1b-9a90-8ed805843fc0
https://myportal.utt.edu.tt/ICS/icsfs/ba906849-b11f-490c-89fe-b31fe7646554.pdf?target=8ddc4249-23f5-4507-b6bb-12fdcb8a9d26
https://myportal.utt.edu.tt/ICS/icsfs/f843ae04-c356-407a-972e-09546935cdcc.pdf?target=036ded77-29c8-495a-b974-cb0fa1f76c06
https://myportal.utt.edu.tt/ICS/icsfs/4b65d0ef-a903-4cf1-a369-f41411a723b2.pdf?target=4d538833-f613-4445-bbae-9379d7cf4836
https://myportal.utt.edu.tt/ICS/icsfs/60b0086b-ef05-4b8b-a1f6-5d6ff2ccea16.pdf?target=6d389873-4450-49e8-ba44-13018735b210
https://myportal.utt.edu.tt/ICS/icsfs/8cb1b063-91b3-42ae-94c2-45774f7b1a4a.pdf?target=f7891dbd-fbc8-4282-937b-59360883429e
https://myportal.utt.edu.tt/ICS/icsfs/9e67d90e-0bf1-4876-b6eb-baeb657c8a00.pdf?target=351c4483-a3a6-4847-92ad-b1ce377dbd1e
https://myportal.utt.edu.tt/ICS/icsfs/a1d84e73-96a9-44fa-b2ef-649d3954ef98.pdf?target=422c6ec6-e1eb-469b-9555-ea57f7a51266
https://myportal.utt.edu.tt/ICS/icsfs/afa35938-92f3-49fc-be47-4eeff3e0535a.pdf?target=e79dd5a6-989c-4b41-857e-d657f31d193f
https://myportal.utt.edu.tt/ICS/icsfs/cc50eb3b-e840-4f92-8be7-92e44fdd3143.pdf?target=9e4d2de6-1e99-4ec3-bfc6-5c895c0469cd
https://myportal.utt.edu.tt/ICS/icsfs/d69f6aed-b0a7-4c93-ba7c-94692894f3df.pdf?target=a8898bf5-ae28-443e-bd24-2faee025cae0
https://myportal.utt.edu.tt/ICS/icsfs/d94d880c-fbb1-42e6-b02d-2f3d31e836bd.pdf?target=9be79229-fa94-4ffc-bfbf-12351599ffcc
https://myportal.utt.edu.tt/ICS/icsfs/da941dae-200e-4344-bae9-468c41ee9134.pdf?target=135d87f2-6029-4c10-bd5c-0e046d25a85b
http://www.stes.tyc.edu.tw/xoops/modules/profile/userinfo.php?uid=3875764
https://frvape.com

