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B #33

The following SQL command was executed:

Use role SECURITYADMIN;

Grant ownership

On future tables

In schema PROD. WORKING

To role PROD WORKING OWNER;

Grant role PROD WORKING OWNER to role SYSADMIN;
Use role ACCOUNTADMIN;

Create table PROD.WORKING.XYZ (value number) ;
Which role(s) can alter or drop table XYZ?

A. SECURITYADMIN, SYSADMIN, and ACCOUNTADMIN can alter or drop table XYZ.

B. PROD WORKING OWNER, ACCOUNTADMIN, and SYSADMIN can alter or drop table XYZ.

C. Because ACCOUNTADMIN created the table, only the ACCOUNTADMIN role can alter or drop table XYZ.
D. Only the PROD_WORKING OWNER role can alter or drop table XYZ.

EfE: B

A -

According to the GRANT OWNERSHIP documentation, the ownership privilege grants full control over the table and can only be
held by one role at a time. However, the current owner can also grant the ownership privilege to another role, which transfers the
ownership to the new role. In this case, the SECURITYADMIN role granted the ownership privilege on future tables in the
PROD.WORKING schema to the PROD_WORKING OWNER role. This means that any table created in that schema after the
grant statement will be owned by the PROD WORKING OWNER role. Therefore, the PROD WORKING OWNER role can
alter or drop table XYZ, which was created by the ACCOUNTADMIN role in the PROD.WORKING schemma. Additionally, the
ACCOUNTADMIN role can also alter or drop table XYZ, because it is the top-level role that has all privileges on all objects in the
account. Furthermore, the SYSADMIN role can also alter or drop table XYZ, because it was granted the

PROD WORKING OWNER role by the SECURITYADMIN role. The SYSADMIN role can activate the

PROD WORKING OWNER role and inhertt its privileges, including the ownership privilege on table XYZ. The
SECURITYADMIN role cannot alter or drop table XYZ, because it does not have the ownership privilege on the table, nor does it
have the PROD WORKING OWNER role.

HH #34
What are the requirements when creating a new account within an organization in Snowflake? (Select TWO).

A. The account requires at least one ORGADMIN role within one of the organization's accounts.
B. The account name must be specified when the account is created.

C. The account name is immutable and cannot be changed.

D. The account name must be unique among all Snowflake customers.

E. The account name must be unique within the organization.

_EE%: B\ E

A -

Explanation

According to the CREATE ACCOUNT documentation, the account name must be specified when the account is created, and it
nmust be unique within an organization, regardless of which Snowflake Region the account is in. The other options are incorrect
because:

*The account does not require at least one ORGADMIN role within one of the organization's accounts. The account can be created
by an organization administrator (i.e. a user with the ORGADMIN role) through the web interface or using SQL, but the new
account does not inherit the ORGADMIN role from the existing account. The new account will have its own set of users, roles,
databases, and warehouses.

*The account name is not immutable and can be changed. The account name can be modified by contacting Snowflake Support and
requesting a name change. However, changing the account name may affect some features that depend on the account name, such as
SSO or SCIM.

*The account name does not need to be unique among all Snowflake customers. The account name only needs to be unique within



the organization, as the account URL also includes the region and cloud platform information. For example, two accounts with the
same name can exist in different regions or cloud platforis, such as myaccount.us-east- 1.snowflakecomputing.com and
myaccount.eu-west- 1 .aws.snowflakecomputing.com.

H #35

A user with the proper role issues the following commands when setting up and activating network policies:
CREATE OR REPLACE NETWORK POLICY foo_policy
ALLOWED IP LIST=('1.1.1.0/24','2.2.2.0/24' ,'3.3. 3. 0/24")
BLOCKEDIP LIST=("1.1.1.1")

COMMENT ="'Account level policy';

ALTER ACCOUNT SET NETWORK POLICY=FOO POLICY;
CREATE OR REPLACE NETWORK POLICY bar_policy
ALLOWED IP LIST=('3.3.3.0/24")

BLOCKEDIP LIST=('3.3.3.10")

COMMENT = "user level policy';

ALTER USER userl SET NETWORK POLICY=BAR POLICY;
Afterwards, user! attempts to log in to Snowflake from IP address 3.3.3.10.
Will the login be successful?

¢ A No, because 3.3.3.10 is not found in the ALLOWED [P _LIST of foo_policy.
¢ B. No, because 3.3.3.10 is found in the BLOCKED IP_LIST ofbar_policy.

e C. Yes, because 3.3.3.10 is found in the ALLOWED IP LIST of foo policy.

e D. Yes, because 3.3.3.10 is found in the ALLOWED IP_LIST ofbar policy.

Ef#: B
AR :
Explanation

According to the Snowflake documentationl, network policies are a feature that allows restricting access to your account based on
user [P address. A network policy can be applied to an account, a user, or a security integration, and can specify a list of allowed IP
addresses and a list of blocked IP addresses. Ifthere are network policies applied to more than one of these, the most specific
network policy overrides more general network policies. In this case, the userl has a network policy (bar_policy) applied to them,
which overrides the account-level network policy (foo_policy). The bar policy allows access only from the IP range 3.3.3.0/24, and
blocks access from the IP address 3.3.3.10. Therefore, the user] will not be able to log in to Snowflake from IP address 3.3.3.10,
as 1t is found in the BLOCKED IP LIST ofbar_policy. Option A is incorrect because the ALLOWED IP_LIST ofbar_policy
does not override the BLOCKED IP_LIST ofbar_policy.

Option C is incorrect because the ALLOWED IP_LIST of foo_policy does not apply to userl, as it is overridden by the user-level
network policy. Option D is incorrect because the ALLOWED IP_LIST of foo_policy does not matter, as it is overridden by the
user-level network policy.

E R #36

An Administrator receives data froma Snowflake partner. The partner is sharing a dataset that contains multiple secure views. The
Administrator would like to configure the data so that only certain roles can see certain secure views.

How can this be accomplished?

A. Clone the data and msert it into a company-owned share and apply the desired RBAC on the new tables.
B. Create views over the incoming shared database and apply the desired RBAC onto these views.

C. Apply RBAC directly onto the partner's shared secure views.

D. Individually grant imported privileges onto the schema in the share.

EfE: B

AR :

Explanation

According to the Snowflake documentationl, secure views are only exposed to authorized users who have been granted the role
that owns the view. Therefore, applying RBAC directly onto the partner's shared secure views (option A) is not possible, as the
administrator does not own those views. Individually granting imported privileges onto the schema in the share (option B) is also not
feasible, as the privileges granted on the schema do not apply to existing secure views, only tofuture ones2. Cloning the data and
inserting it into a company-owned share (option C) is not recommended, as it would create unnecessary duplication of data and



increase storage costs. The best option is to create views over the incoming shared database and apply the desired RBAC onto
these views (option D). This way, the administrator can control the access to the data based on the roles in their account, without
modifying the original data or views from the partner.

H #37

DatabaseA has a single schema called Schermal. This schema contains many tables and views. The ANALYST role has privileges
to select fromall objects in Database A. Schemal.

The SYSADMIN role clones DatabaseA to DatabaseA clone.

What privileges does the ANALYST role have on tables and views in DatabaseA_clone? (Select TWO).

A. SELECT on all tables, and only secure views in DatabaseA_clone. Schemal

B. USAGE on the schema DatabaseA clone

C. SELECT on all tables, and only non-secure views in DatabaseA_clone. Schemal
D. SELECT on all tables and views in DatabaseA_clone. Schemal

E. USAGE on the database DatabaseA clone. Schemal

iEﬁ: C\ D

A -

According to the Snowflake documentation, when a database or schem is cloned, the clone mherits all granted privileges on the
clones of all child objects contained in the source object, such as tables and views. However, the clone of the container itself does
not inherit the privileges granted on the source container. Therefore, the ANALYST role will have SELECT privilege on all tables
and views in DatabaseA clone.Schemal, but not USAGE privilege on the database or schema. The type of view (secure or non-
secure) does not affect the cloning of privileges.
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