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PR #83
Mark all the features that can be used for limiting client regjstrations to your access point:

A. WDS

B. wpa

C. registration-table
D. access-list
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MikroTik allows you to control which clients can connect to your access point through:
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* WPA/WPA2 security - prevents unauthorized devices from authenticating.

* Access List - filters by MAC address and signal strength.

Option breakdown:

* A#access-list - Used to accept/reject client MACs and customize access settings.

* B.#twpa - WPA/WPA2 passphrase restricts who can join the network.

* CHWDS - Wireless Distribution System, used for bridging, not access control.

* D.#registration-table - A monitoring tool showing currently connected clients; it doesn't restrict connections.

Extract from Official MTCNA Course Material - Wireless Access Control:

"Use WPA/WPA2 for secure authentication. Access List lets you accept or reject clients based on MAC or signal level." Extract
from Rene Meneses MTCNA Study Guide - Wireless Security & Filtering:

"You can limit client access using WPA security and Access List. Registration Table only shows connected users." Extract from
Terry Combs Notes - Wireless Configuration:

"Access control = WPA + Access List. WDS is for bridging, and registration-table is read-only."

i =8 #84
Select minimal set of software packages in RouterOS required to configure a wireless AP:

A. advanced-tools
B. system

C. routing

D. Wireless

E. dhep
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To configure a wireless access point (AP) in RouterOS, the only required software package is wireless. All other flnctionalities like
DHCP or routing are optional depending on the network setup. The system package is always present and not removable, so it's not
listed as a required dependency in package selection.

MTCNA Course Material - Wireless Configuration Basics:

"Wireless functionality is provided by the wireless package. Without it, no wireless interfaces are present or configurable." Rene
Meneses MTCNA Guide - Wireless Module:

"Only the wireless package is required to configure an AP. DHCP is used optionally for [P address assignment." MikroTik Wiki -
Packages:

"The wireless package is responsible for enabling WLAN interfaces and features such as AP mode, client mode, and security."
Other packages:

* advanced-tools: includes tools like bandwidth-test and traffic generator

* dhep: only needed if the router is issuing IPs

* routing: required for static/dynamic routing but not AP setup

Only Option A is required.

PRI #85
How many usable IP addresses are there in a 23-bit (255.255.254.0) subnet?

A0
B. 1
C.2
D.3
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A /23 subnet provides 2
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